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=g Part 1. Crimes (Rels & Annos)
Sg Chapter 119. Wire and Electronic Communications Interception and Interception of Oral Communica-
tions (Refs & Annos)

= § 2518. Procedure for interception of wire, oral, or electronic communications

(1) Each application for an order authorizing or approving the interception of a wire, oral, or electronic commu-
nication under this chapter shall be made in writing upon oath or affirmation to a judge of competent jurisdiction
and shall state the applicant's authority to make such application. Each application shall include the following
information:

(a) the identity of the investigative or law enforcement officer making the application, and the officer author-
izing the application;

(b) a full and complete statement of the facts and circumstances relied upon by the applicant, to justify his be-
lief that an order should be issued, including (i) details as to the particular offense that has been, is being, or is
about to be committed, (ii) except as provided in subsection (11), a particular description of the nature and
location of the facilities from which or the place where the communication is to be intercepted, (iii) a particu-
lar description of the type of communications sought to be intercepted, (iv) the identity of the person, if
known, committing the offense and whose communications are to be intercepted;

(¢) a full and complete statement as to whether or not other investigative procedures have been tried and failed
or why they reasonably appear to be unlikely to succeed if tried or to be too dangerous;

(d) a statement of the period of time for which the interception is required to be maintained. If the nature of
the investigation is such that the authorization for interception should not automatically terminate when the
described type of communication has been first obtained, a particular description of facts establishing prob-
able cause to believe that additional communications of the same type will occur thereafter;

(e) a full and complete statement of the facts concerning all previous applications known to the individual au-
thorizing and making the application, made to any judge for authorization to intercept, or for approval of inter-
ceptions of, wire, oral, or electronic communications involving any of the same persons, facilities or places
specified in the application, and the action taken by the judge on each such application; and

(f) where the application is for the extension of an order, a statement setting forth the results thus far obtained
from the interception, or a reasonable explanation of the failure to obtain such results.

(2) The judge may require the applicant to furnish additional testimony or documentary evidence in support of
the application.

(3) Upon such application the judge may enter an ex parte order, as requested or as modified, authorizing or ap-
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proving interception of wire, oral, or electronic communications within the territorial jurisdiction of the court in
which the judge is sitting (and outside that jurisdiction but within the United States in the case of a mobile inter-
ception device authorized by a Federal court within such jurisdiction), if the judge determines on the basis of the
facts submitted by the applicant that--

(a) there is probable cause for belief that an individual is committing, has committed, or is about to commit a
particular offense enumerated in scetion 2516 of this chapter;

(b) there is probable cause for belief that particular communications concerning that offense will be obtained
through such interception;

(c) normal investigative procedures have been tried and have failed or reasonably appear to be unlikely to suc-
ceed if tried or to be too dangerous;

(d) except as provided in subsection (11), there is probable cause for belief that the facilities from which, or
the place where, the wire, oral, or electronic communications are to be intercepted are being used, or are about
to be used, in connection with the commission of such offense, or are leased to, listed in the name of, or com-
monly used by such person.

(4) Each order authorizing or approving the interception of any wire, oral, or electronic communication under
this chapter shall specify--

(a) the identity of the person, if known, whose communications are to be intercepted;

(b) the nature and location of the communications facilities as to which, or the place where, authority to inter-
cept is granted;

(c) a particular description of the type of communication sought to be intercepted, and a statement of the par-
ticular offense to which it relates;

(d) the identity of the agency authorized to intercept the communications, and of the person authorizing the
application; and

(e) the period of time during which such interception is authorized, including a statement as to whether or not
the interception shall automatically terminate when the described communication has been first obtained.

An order authorizing the interception of a wire, oral, or electronic communication under this chapter shall, upon
request of the applicant, direct that a provider of wire or electronic communication service, landlord, custodian
or other person shall furnish the applicant forthwith all information, facilities, and technical assistance necessary
to accomplish the interception unobtrusively and with a minimum of interference with the services that such ser-
vice provider, landlord, custodian, or person is according the person whose communications are to be intercep-
ted. Any provider of wire or electronic communication service, landlord, custodian or other person furnishing
such facilities or technical assistance shall be compensated therefor by the applicant for reasonable expenses in-
curred in providing such facilities or assistance. Pursuant to scction 2522 of this chapter, an order may also be
issued to enforce the assistance capability and capacity requirements under the Communications Assistance for
Law Enforcement Act.

(5) No order entered under this section may authorize or approve the interception of any wire, oral, or electronic
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communication for any period longer than is necessary to achieve the objective of the authorization, nor in any
event longer than thirty days. Such thirty-day period begins on the earlier of the day on which the investigative
or law enforcement officer first begins to conduct an interception under the order or ten days after the order is
entered. Extensions of an order may be granted, but only upon application for an extension made in accordance
with subsection (1) of this section and the court making the findings required by subsection (3) of this section.
The period of extension shall be no longer than the authorizing judge deems necessary to achieve the purposes
for which it was granted and in no event for longer than thirty days. Every order and extension thereof shall con-
tain a provision that the authorization to intercept shall be executed as soon as practicable, shall be conducted in
such a way as to minimize the interception of communications not otherwise subject to interception under this
chapter, and must terminate upon atlainment of the authorized objective, or in any event in thirty days. In the
event the intercepted communication is in a code or foreign language, and an expert in that foreign language or
code is not reasonably available during the interception period, minimization may be accomplished as soon as
practicable after such interception. An interception under this chapter may be conducted in whole or in part by
Government personnel, or by an individual operating under a contract with the Government, acting under the su-
pervision of an investigative or law enforcement officer authorized to conduct the interception.

(6) Whenever an order authorizing interception is entered pursuant to this chapter, the order may require reports
to be made to the judge who issued the order showing what progress has been made toward achievement of the
authorized objective and the need for continued interception. Such reports shall be made at such intervals as the
judge may require.

(7) Notwithstanding any other provision of this chapter, any investigative or law enforcement officer, specially
designated by the Attorney General, the Deputy Atltorney General, the Associate Attorney General, or by the
principal prosecuting attorney of any State or subdivision thereof acting pursuant to a statute of that State, who
reasonably determines that--

(a) an emergency situation exists that involves--
(i) immediate danger of death or serious physical injury to any person,
(ii) conspiratorial activities threatening the national security interest, or
(iii) conspiratorial activities characteristic of organized crime,

that requires a wire, oral, or electronic communication to be intercepted before an order authorizing such in-
terception can, with due diligence, be obtained, and

(b) there are grounds upon which an order could be entered under this chapter to authorize such interception,

may intercept such wire, oral, or electronic communication if an application for an order approving the intercep-
tion is made in accordance with this section within forty-eight hours after the interception has occurred, or be-
gins to occur. In the absence of an order, such interception shall immediately terminate when the communication
sought is obtained or when the application for the order is denied, whichever is earlier. In the event such applic-
ation for approval is denied, or in any other case where the interception is terminated without an order having
been issued, the contents of any wire, oral, or electronic communication intercepted shall be treated as having
been obtained in violation of this chapter, and an inventory shall be served as provided for in subsection (d) of
this section on the person named in the application.
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(8) (a) The contents of any wire, oral, or electronic communication intercepted by any means authorized by this
chapter shall, if possible, be recorded on tape or wire or other comparable device. The recording of the contents
of any wire, oral, or electronic communication under this subsection shall be done in such a way as will protect
the recording from editing or other alterations, Immediately upon the expiration of the period of the order, or ex-
tensions thereof, such recordings shall be made available to the judge issuing such order and sealed under his
directions. Custody of the recordings shall be wherever the judge orders. They shall not be destroyed except
upon an order of the issuing or denying judge and in any event shall be kept for ten years. Duplicate recordings
may be made for use or disclosure pursuant to the provisions of subsections (1) and (2) of scclion 2517 of this
chapter for investigations. The presence of the seal provided for by this subsection, or a satisfactory explanation
for the absence thereof, shall be a prerequisite for the use or disclosure of the contents of any wire, oral, or elec-
tronic communication or evidence derived therefrom under subscction (3) of section 2517,

(b) Applications made and orders granted under this chapter shall be sealed by the judge. Custody of the applic-
ations and orders shall be wherever the judge directs. Such applications and orders shall be disclosed only upon
a showing of good cause before a judge of competent jurisdiction and shall not be destroyed except on order of
the issuing or denying judge, and in any event shall be kept for ten years.

(c) Any violation of the provisions of this subsection may be punished as contempt of the issuing or denying
judge.

(d) Within a reasonable time but not later than ninety days after the filing of an application for an order of ap-
proval under section 2518(7)(b) which is denied or the termination of the period of an order or extensions there-
of, the issuing or denying judge shall cause to be served, on the persons named in the order or the application,
and such other parties to intercepted communications as the judge may determine in his discretion that is in the
interest of justice, an inventory which shall include notice of--

(1) the fact of the entry of the order or the application;

(2) the date of the entry and the period of authorized, approved or disapproved interception, or the denial of
the application; and

(3) the fact that during the period wire, oral, or electronic communications were or were not intercepted.

The judge, upon the filing of a motion, may in his discretion make available to such person or his counsel for in-
spection such portions of the intercepted communications, applications and orders as the judge determines to be
in the interest of justice. On an ex parte showing of good cause to a judge of competent jurisdiction the serving
of the inventory required by this subsection may be postponed.

(9) The contents of any wire, oral, or electronic communication intercepted pursuant to this chapter or evidence
derived therefrom shall not be received in evidence or otherwise disclosed in any trial, hearing, or other pro-
ceeding in a Federal or State court unless each party, not less than ten days before the trial, hearing, or proceed-
ing, has been furnished with a copy of the court order, and accompanying application, under which the intercep-
tion was authorized or approved. This ten-day period may be waived by the judge if he finds that it was not pos-
sible to furnish the party with the above information ten days before the trial, hearing, or proceeding and that the
party will not be prejudiced by the delay in receiving such information,

(10)(a) Any aggrieved person in any trial, hearing, or proceeding in or before any court, department, officer,
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agency, regulatory body, or other authority of the United States, a State, or a political subdivision thereof, may
move to suppress the contents of any wire or oral communication intercepted pursuant to this chapter, or evid-
ence derived therefrom, on the grounds that--

(i) the communication was unlawfully intercepted;
(ii) the order of authorization or approval under which it was intercepted is insufficient on its face; or
(iii) the interception was not made in conformity with the order of authorization or approval.

Such motion shall be made before the trial, hearing, or proceeding unless there was no opportunity to make such
motion or the person was not aware of the grounds of the motion. If the motion is granted, the contents of the in-
tercepted wire or oral communication, or evidence derived therefrom, shall be treated as having been obtained in
violation of this chapter. The judge, upon the filing of such motion by the aggrieved person, may in his discre-
tion make available to the aggrieved person or his counsel for inspection such portions of the intercepted com-
munication or evidence derived therefrom as the judge determines to be in the interests of justice.

(b) In addition to any other right to appeal, the United States shall have the right to appeal from an order grant-
ing a motion to suppress made under paragraph (a) of this subsection, or the denial of an application for an order
of approval, if the United States attorney shall certify to the judge or other official granting such motion or
denying such application that the appeal is not taken for purposes of delay. Such appeal shall be taken within
thirty days after the date the order was entered and shall be diligently prosecuted.

(¢) The remedies and sanctions described in this chapter with respect to the interception of electronic communic-
ations are the only judicial remedies and sanctions for nonconstitutional violations of this chapter involving such
communications.

(11) The requirements of subsections (1)(b)(ii) and (3)(d) of this section relating to the specification of the facil-
ities from which, or the place where, the communication is to be intercepted do not apply if--

(a) in the case of an application with respect to the interception of an oral communication--

(i) the application is by a Federal investigative or law enforcement officer and is approved by the Attorney
General, the Deputy Attorney General, the Associate Attorney General, an Assistant Attorney General, or an
acting Assistant Attorney General;

(i) the application contains a full and complete statement as to why such specification is not practical and
identifies the person committing the offense and whose communications are to be intercepted; and

(iii) the judge finds that such specification is not practical; and
(b) in the case of an application with respect to a wire or electronic communication--

(i) the application is by a Federal investigative or law enforcement officer and is approved by the Attorney
General, the Deputy Attorney General, the Associate Attorney General, an Assistant Attorney General, or an
acting Assistant Attorney General;

(ii) the application identifies the person believed to be committing the offense and whose communications
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are to be intercepted and the applicant makes a showing that there is probable cause to believe that the per-
son's actions could have the effect of thwarting interception from a specified facility;

(iii) the judge finds that such showing has been adequately made; and

(iv) the order authorizing or approving the interception is limited to interception only for such time as it is
reasonable to presume that the person identified in the application is or was reasonably proximate to the in-
strument through which such communication will be or was transmitted.

(12) An interception of a communication under an order with respect to which the requirements of subsections
(1)(b)(ii) and (3)(d) of this section do not apply by reason of subsection (11)(a) shall not begin until the place
where the communication is to be intercepted is ascertained by the person implementing the interception or-
der. A provider of wire or electronic communications service that has received an order as provided for in sub-
section (11)(b) may move the court to modify or quash the order on the ground that its assistance with respect to
the interception cannot be performed in a timely or reasonable fashion. The court, upon notice to the govern-
ment, shall decide such a motion expeditiously.

CREDIT(S)

(Added Pub.L. 90-351, Title III, § 802, June 19, 1968, 82 Stat. 218, and amended Pub.L. 91-358, Title II, §
211(b), July 29, 1970, 84 Stat. 654; Pub.L. 95-511, Tatle [, § 201(d) to (g), Oct. 25, 1978, 92 Stat. 1797, 1798;
Pub.L. 98-473, Title 11. § 1203(a), (b), Oct. 12, 1984, 98 Stat. 2152; Pub.L. 99-508. Title 1. §§ 101(c)( 1 A), (8),
(e}, 106(a) to (d)(3), Oct. 21, 1986, 100 Stat. 1851-1853, 1856, 1857; Pub.L. 103-414. Title 11§ 201(b)(1}, Oct.
25, 1994, 108 Stat. 4290; Pub.L. 105-272. Title VI, § 604, Oct. 20, 1998, 112 Stat. 2413.)

HISTORICAL AND STATUTORY NOTES
Revision Notes and Legislative Reports
1968 Acts. Scnate Report No. 90-1097, see 1968 U.S. Code Cong. and Adm. News, p. 2112.

1978 Acts. Senate Report Nos. 95-604(Parts T and IT), 95-701, and House Conference Report No, 95-1720, see
1978 U.5. Code Cong. and Adm. News, p. 3904.

1984 Acts. House Report No. 98-1030 and House Conference Report No., 98- 1159, see 1984 U.S. Code Cong.
and Adm. News, p. 3182.

1986 Acts. Senate Report No. 99-541, see 1986 U.S. Code Cong. and Adm. News, p. 3555.
1994 Acts. House Report No, 103-827, see 1994 U.S, Code Cong. and Adm. News, p. 3489.

1998 Acts. House Conference Report No. 105-780 and Statement by President, see 1998 U.8. Code Cong. and
Adm. News, p. 518.

References in Text

The Communications Assistance for Law Enforcement Act, referred to in par. (4), is Pub.L. 103-414, Title I,
Oct. 25, 1994, 108 Stat. 4279, which is classified generally to chapter 9 (section 1001 et seq.) of Title 47, Tele-
graphs, Telephones, and Radiotelegraphs. For complete classification of this Act to the Code, see Short Title
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note set out under section 1001 of Title 47 and Tables.
Amendments

1998 Amendments. Subsec. (11)(b)(ii). Pub.L. 105-272 § 604(a)(1), struck "of a purpose, on the part of that per-
son, to thwart interception by changing facilities; and" and inserted "that there is probable cause to believe that

the person's actions could have the effect of thwarting interception from a specified facility;", in subsec.

(11)(b)(ii).

Par. (11)(b)(iii). Pub.L. 105-272 § 604(a)(2). struck "such purpose has been adequately shown", and inserted
"such showing has been adequately made; and".

Par. (11)(b)(iv). Pub.L. 105-272 § 604(a)(3), added clause iv.

Par. (12). Pub.L, 105-272 § 604(b), inserted "(a)" after "by reason of subsection (11)"; struck "the facilities from
which, or" after "shall not begin until"; and struck a comma following "the place where".

1994 Amendments. Par. (4), Pub.L. 103-414, § 201(b)(1), added provisions relating to the issuance of orders to
enforce assistance capability and capacity requirements under the Communications Assistance for Law Enforce-
ment Act.

1986 Amendments. Catchline. Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communica-
tions" for "wire or oral communications".

Par. (1). Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communication" for "wire or oral
communication”.

Par. (1)(b)(ii). Pub.L., 99-508, § 106(d)(1), added "except as provided in subsection (11)," preceding "a particu-
lar description”.

Par. (1)(e). Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communications" for "wire or
oral communications".

Par. (3). Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communications" for "wire or oral
communications".

Par. (3). Pub.L. 99-508, § 106(a), added "(and outside that jurisdiction but within the United States in the case of
a mobile interception device authorized by a Federal court within such jurisdiction)" following "judge is sitting".

Par. (3)(d). Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communications" for "wire or
oral communications".

Par. (3)(d). Pub.L. 99-508, § 106(d)(2), added "except as provided in subsection (11)," preceding "there is".

Par. (4). Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communication" for "wire or oral
communication",

Par. (4). Pub.L. 99-508, § 101(c)(R), substituted "provider of wire or electronic communication service" for
"communication common carrier” wherever appearing in text, and "such service provider" for "such carrier".
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Par. (4). Pub.L. 99-508, § 106(b), substituted "by the applicant for reasonable expenses incurred in providing
such facilities or assistance" for "by the applicant at the prevailing rates".

Par. (5). Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communication" for "wire or oral
communication".

Par. (5). Pub.L. 99-508, § 106(c), added provisions which related to beginning of thirty-day period, minimiza-
tion where intercepted communication is in code or foreign language and expert in that code or foreign language
is not immediately available, and conduct of interception by Government personnel or by individual operating
under Government contract, acting under supervision of investigative or law enforcement officer authorized to
conduct interception.

Par. (7). Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communication" for "wire or oral
communication".

Par. (8)(a). Pub.L. 99-508, § 101{c)(1)(A), substituted "wire, oral, or electronic communication" for "wire or or-
al communication" wherever appearing in text.

Par. (8)(d)(3). Pub.L. 99-508, § 101(c)(1)(A), substituted "wire, oral, or electronic communications" for "wire or
oral communications".

Par. (9). Pub.L. 99-508, § 101(c)(1)(A). substituted "wire, oral, or electronic communication" for "wire or oral
communication",

Par. (10)(c). Pub.L. 99-508, § 101(e), added subpar. (c).
Pars. (11), (12). Pub.L. 99-508, § 106(d)(3), added pars. (11) and (12).

1984 Amendments. Par. (7). Pub.L. 98-473, § 1203(a), added ", the Deputy Attorney General, the Associate At-
torney General," after "Attorney General",

Par. (7)(a). Pub.L. 98-473, § 1203(b), added cl. (i) and designated the maiter following "conspiratorial activities"
each time it appears, as cls. (ii) and (iii), respectively.

1978 Amendments. Par. (1). Pub.L. 95-511, § 201(d), added "under this chapter" following "communication”.

Par. (4). Pub.L. 95-511, § 201(e), added "under this chapter" following "wire or oral communication" wherever
appearing.

Par. (9). Pub.L. 95-511, § 201(e), substituted "any wire or oral communication intercepted pursuant to this
chapter” for "any intercepted wire or oral communication".

Par. (10). Pub.L. 95-511, § 201(g), substituted "any wire or oral communication intercepted pursuant to this
chapter,” for "any intercepted wire or oral communication,”.

1970 Amendments. Subsec. (4). Pub.L. 91-358 added the provision that, upon the request of the applicant, an or-
der authorizing the interception of a wire or oral communication direct that a communication common carrier,
landlord, custodian, or other person furnish the applicant with all information, facilities, and technical assistance
necessary to accomplish the interception unobtrusively and with a minimum of interference with the services
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provided.
Effective and Applicability Provisions

1986 Acts. Except as otherwise provided in section 111 of Pub.L. 99-508, amendment by Pub.L. 99-508 effect-
ive 90 days after Oct. 21, 1986, see section 111 of Pub.L. 99-508 set out as a note under section 2510 of this
title.

1978 Acts. Amendment by Pub.L. 95-511 effective Oct. 25, 1978, except as specifically provided, see section
301 of Pub.L. 95-511, set out as an Effective Date note under section 1801 of Title 50, War and National De-
fense.

1970 Acts. Section 901(a) of Pub.L. 91-358 provided in part that the amendment of this section by Pub.L.
91-358 shall take effect on the first day of the seventh calendar month which begins after July 29, 1970.

18 U.S.C.A. § 2518, 18 USCA § 2518
Current through P.L. 110-454 approved 12-19-08
Copr. © 2008 Thomson Reuters/West. No Claim to Orig. U.S. Govt. Works.
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Supreme Court of the United States
David GELBARD and Sidney Parnas, Petitioners,
V.
UNITED STATES.
UNITED STATES, Petitioner,
V.
Jogues EGAN and Anne Elizabeth Walsh.
Nos. 71-110, 71-263.

Argued March 27, 1972,
Decided June 26, 1972,

Civil contempt proceedings against witnesses be-
fore federal grand juries who refused to comply
with court orders to testify. In No. 71-110. the
United States Court of Appeals for the Ninth Cir-
cuit, 443 I'.2d 837, affirmed an adjudication of con-

tempt. In No. 71-263, the United States Court of

Appeals for the Third Circuit, 450 F.2d 199 and
450 F.2d 231, reversed adjudications of contempt,
and certiorari was granted. The Supreme Court, Mr.
Justice Brennan, held that grand jury witnesses
were entitled to invoke statutory prohibition against
use before grand jury of evidence derived from in-
terception of any wire or oral communication as de-
fense to charges of civil contempt brought on the
basis of their refusal to obey court orders to testify
before grand jury.

No. 71-110 reversed and remanded; No. 71-263 af-
firmed.

Mr. Justice Douglas concurred and filed opinion.
Mr. Justice White concurred and filed opinion.

Mr. Justice Rehnquist dissented and filed opinion in
which Mr. Chief Justice Burger and Mr. Justice
Blackmun and Mr. Justice Powell joined.
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193 Grand Jury
|93k36 Witnesses and Evidence
193k36.3 Grounds for Refusal to Appear,
Testify, or Produce Evidence
[93k36.53(3) k. Relation of Inquiry to 11
legally-Obtained Evidence. Most Cited Cases
(Formerly 193k36.5(1), 193k36)
Grand jury witnesses were entitled to invoke stat-
utory prohibition against use before grand jury of
evidence derived from interception of any wire or
oral communication as defense to charge of civil
contempt brought on the basis of their refusal to
obey court orders to testify before grand jury. |5
LLS.CUAL §8 2515, 3504; 28 LLS.CLAL § 1826(a).
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193 Grand Jury
193k36 Witnesses and Evidence
193k36.3 Grounds for Refusal to Appear,
Testify, or Produce Evidence
193k36.3(3) k. Relation of Inquiry to Il-
legally-Obtained Evidence, Most Cited Cases
(Formerly 193k36.5(1), 193k36)
A showing by witness before grand jury that inter-
rogation which he refuses to answer would be based
upon illegal interception of the witness' communic-
ations constitutes “just cause” for refusing to com-
ply with an order of the court to testify before
grand jury and precludes finding of contempt for
such refusal to testify. I8 U.S.C.A. § 2515; 25
U.S.C.A. § 1826(a).

[3] Criminal Law 110 €=2394.3

110 Criminal Law
[TOXVII Evidence
I TOXVI1I(]) Competency in General
110k394 Evidence Wrongfully Obtained
[ 10Kk394.3 k. Wiretapping or Other In-
terception. Most Cited Cases
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193k36.5 k. Scope of Proof; Admissibility.

Maost Cited Cases

(Formerly 193k36.3(3), 193k36)
Statute providing that, whenever any wire or oral
communication has been intercepted, no part of the
contents of such communication and no evidence
derived therefrom may be received in evidence in
any proceeding before court, grand jury or other
specified governmental body serves not only to pro-
tect the privacy of communications, but also to in-
sure that the courts do not become partners to illeg-
al conduct. 18 U.5.C A, § 2515,

[4] Grand Jury 193 €=536.9(1)

193 Grand Jury
193k36 Witnesses and Evidence

193k36.9 Objections and Determination

Thereof
193k36.9(1) k. In General. Most Cited
Cases
(Formerly 193k36.3(1), 193k36)

Grand jury witness is not required to enforce the
statutory prohibition against use before grand jury
of intercepted communications or evidence derived
therefrom by motion to suppress; suppression mo-
tions, as method of enforcing the statutory prohibi-
tion, must be made in accordance with the restric-
tions upon forums, procedures, and grounds spe-
cified by statute authorizing any aggrieved person
in specified types of proceedings to move to sup-
press the contents of any intercepted wire or oral
communication, or evidence derived therefrom. |8
LS. CA §§ 2510, 251001 1), 2515, 2518(10)a); 28
U.S.C.A § 1826(a).

%2358 *41 Syllabus'

FN* The syllabus constitutes no part of the
opinion of the Court but has been prepared
by the Reporter of Decisions for the con-
venience of the reader. See linited States
v, Detroit Timber & Lumber Co,, 200 U.S.
321,337, 26 S.(41, 282, 287, 50 L.Ed. 499.
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Where a grand jury witness is adjudicated in civil
contempt under 28 U.S.C. s 1826(a) for refusing
‘without just cause shown to comply with an order
of the court to testify,” the witness may invoke as a
defense 18 11.S.C. s 2515, which directs that
‘(w)henever any wire or oral communication has
been intercepted, no part of the contents of such
communication and no evidence derived therefrom
may be received in evidence in any . . . proceeding
in or before any . . . grand jury .. .," since a show-
ing that the interrogation would be based upon the
illegal interception of the witness' communications
would constitute the ‘just cause’ that precludes a
finding of contempt. Pp. 2360-2382.

No. 71-110, 443 F.2d 837, reversed and remanded;
No. 71-263, 430 F.2d 199 and 430 [F.2d 231. af-
firmed.

Michael E. Tigar, San Francisco, Cal., for petition-
ers David Gelbard and Sidney Parnas.

Daniel M. Friedman, Washington, D.C., for the
United States.

*42 Jack J. Levine, Philadelphia, Pa., for Joguez
Egan and Anne Elizabeth Walsh, pro hac viceBy
special leave of Court.

Mr. Justice BRENNAN delivered the opinion of the
Court,

These cases present challenges to the validity of ad-
judications of civil contempt, pursuant to 28
U.S.C. s 1826(a), "N of witnesses before federal
grand juries*43 who refused to comply with court
orders *%*2359 to testify. The refusals were defen-
ded upon the ground that interrogation was to be
based upon information obtained from the wit-
nesses' communications, allegedly intercepted by
federal agents by means of illegal wiretapping and
electronic surveillance, A provision of Title 1T of
the Omnibus Crime Control and Safe Streets Act of
1968, 82 Stat. 211, as amended, |8 .85 C. ss
2510-2520), directs that ‘(w) henever any wire or or-
al communication has been intercepted, no part of
the contents of such communication and no evid-
ence derived therefrom may be received in evid-
ence in any . . . proceeding in or before any . . .
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grand jury . . . if the disclosure of that information
would be in violation of this chapter.” I8 U.5.C. s
2515, " The question presented is whether
grand jury witnesses, in proceedings under 28
LL.5.C. s 1826(a), are entitled to invoke this prohibi-
tion of s 2515 as a defense to contempt charges
brought against them for refusing to testify. In No.
71-110, the Court of Appeals for the Ninth Circuit
held that they are not entitled to do so. United
States v. Gelbard, 443 F.2d 837 (1971). In No.
71-263, the Court of Appeals for the Third Circuit,
en banc, reached the contrary conclusion. *441n re
Grand Jury Proceedings, Harvisburg, Pa. (Egan).
450 F.2d 199 (1971); In re Grand Jury Proceedings,
Harrisburg, Pa. (Walsh), 450 F.2d 231 (1971). We
granted certiorari. 404 /.S, 990, 92 5.C(. 331, 30
L.Ed.2d 541 (197173 we disagree with the
Court of Appeals for the Ninth Circuit and agree
with the Court of Appeals for the Third Circuit.

FN1.Section 1826(a) provides:

‘Whenever a witness in any proceeding be-
fore or ancillary to any court or grand jury
of the United States refuses without just
cause shown to comply with an order of
the court to testify or provide other inform-
ation, including any book, paper, docu-
ment, record, recording or other material,
the court, upon such refusal, or when such
refusal is duly brought to its attention, may
summarily order his confinement at a suit-
able place until such time as the witness is
willing to give such testimony or provide
such information. No period of such con-
finement shall exceed the life of-

‘(1) the court proceeding, or

‘(2) the term of the grand jury, including
extensions,

before which such refusal to comply with
the court order occurred, but in no event
shall such confinement exceed eighteen
months.'
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This provision was enacted as part of the
Organized Crime Control Act of 1970. It
was intended to codify the existing prac-
tice of the federal courts.S.Rep.No.
91-617, pp. 33, 56-57, 148-149 (1969);
H.R.Rep.No.91-1349, 33, 46 (1970);
U.S.Code Cong. & Admin.News, p. 4007;
see Shillitani v. United States, 384 U.S.
364, 86 S.CL 1531, 16 L.Ed.2d 622 (1966).

FN2.Section 2515 provides in full:

‘Whenever any wire or oral communica-
tion has been intercepted, no part of the
contents of such communication and no
evidence derived therefrom may be re-
ceived in evidence in any trial, hearing, or
other proceeding in or before any court,
grand jury, department, officer, agency,
regulatory body, legislative committee, or
other authority of the United States, a
State, or a political subdivision thereof if
the disclosure of that information would be
in violation of this chapter.’

N3, The Third Circuit followed Egan in
In re Grand Jury Investigation (Maratea),
444 F.2d 499 (1971) (en banc). The Dis-
trict of Columbia Circuit has aligned itself
with the Third, see In re Evans, 146
U.S. App.D.C. 310, 432 F.2d 1239 (1971),
while the Ninth has continued to follow
Gelbard, see Bacon v. United States, 446
F.2d 667 (1971); Olsen v. United States.
446 F.2d 912 (1971); In re Russo, 448 F.2d
369 (1971); Reed v. United Slates, 448
F.2d 1276 (1971); Uniled States v. Reyn-
olds, 449 F.2d 1347 (1971). The First and
Fifth Circuits have also adverted to the
question. United States v. Doe (In re
Marx). 431 F.2d 466 (CA1 1971); United
States v. Dog (In re Popkin). 460 F.2d 32§
(CA1 1972); Dudley v. United States, 427
F.2d 1140 (CAS 1970), See also United
States ex rel. Rosado v, Flood, 394 F.2d
139 (CA2 1968); Carter v. United States,
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417 F.2d 384 (CAY 1969).

No. 71-110. A federal district judge approved
wiretaps by federal agents of the lelephones of
Perry Paul, an alleged bookmaker, and Jerome Za-
rowitz, a former executive of a Las Vegas casino.
In the course of those taps, the agents overheard
conversations between Paul and petitioner Gelbard
and between Zarowitz and petitioner Parnas. Peti-
tioners were subsequently called before a tfederal
grand jury convened in Los Angeles to investigate
possible violations of federal gambling laws. The
Government asserted that petitioners would be
questioned about third parties and that the questions
would be based upon petitioners' intercepted tele-
phone conversations. Petitioners appeared before
the grand jury, but declined to answer any questions
based upon their intercepted conversations until
they were afforded an opportunity to challenge the
legality of the interceptions. Following a hearing,
the United States District Court for the Central Dis-
trict of California found petitioners in contempt
and, pursuant to *4528 U.S.C. s |826(u), committed
them to custody for the life of the grand jury or un-
til they answered the questions.

No. 71-263. Respondents Egan and Walsh were
called before a federal grand **2360 jury convened
in Harrisburg, Pennsylvania, to investigate, among
other possible crimes, an alleged plot to kidnap a
Government official. Pursuant to 18 U.S.C. s 2514,
both respondents were granted transactional im-
munity in return for their testimony. Respondents
appeared before the grand jury, but refused to an-
swer questions on the ground, among others, that
the questions were based upon information over-
heard from respondents by means of the Govern-
ment's illegal wiretapping and electronic surveil-
lance. The Government did not reply to respond-
ents' allegations.  Following a hearing, the
United States District Court for the Middle District
of Pennsylvania found respondents in contempt,
and they were also committed to custody pursuant
to 28 LL.S.C. s 1826(a).

FN4, See n. 23, infra.
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Section 1826(a) expressly limits the adjudication of
civil contempt to the case of a grand jury witness
who ‘refuses without just cause shown to comply
with an order of the court to testify.”Our inquiry,
then, is whether a showing that interrogation would
be based upon the illegal interception of the wit-
ness' communications constitutes a showing of ‘just
cause’ that precludes a finding of contempt. The an-
swer turns on the cunstmctignl of Title IIT of the
Omnibus Crime Control Act.

FN3, In view of our disposition of these
cases, we do not reach any of the constitu-
tional issues tendered as to the right of a
grand jury witness to rely upon the Fourth
Amendment as a basis for refusing to an-
swer questions. We also note that the con-
stitutionality of Title I1I is not challenged
in these cases.

*46 1

In Title III, Congress enacted a comprehensive
scheme for the regulation of wiretapping and elec-
tronic surveillance. See United States v. United
States District Court, 407 U.S. 297, 301-306, 92
S.Ct. 2125, 2128-2131, 32 L.Ed.2d 732, Title III
authorizes the interception of private wire and oral
communications, but only when law enforcement
officials are investigating specified serious crimes
and receive prior judicial approval, an approval that
may not be given except upon compliance with
stringent conditions. 18 U.S.C. s 2516, 2518(1)-(8),
If a wire or oral communication is intercepted in
accordance with the provisions of Title 11, the con-
tents of the communication may be disclosed and
used under certain circumstances. |8 U.5.C". s 2517,
Except as expressly authorized in Title I1lI,
however, all interceptions of wire and oral commu-
nications are flatly prohibited. Unauthorized inter-
ceptions and the disclosure or use of information
obtained through unauthorized interceptions are
crimes, 18 U.S.C. s 251 1(1), and the victim of such
interception, disclosure, or use is entitled to recover
civil damages, 18 11.S.C. s 2320, Title III also bars
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the use as evidence before official bodies of the
contents and fruits of illegal interceptions, 1%
L.5.C, s 2515, and provides procedures for moving
to suppress such evidence in various proceedings,
18 U.S.C.s 2518(9)-(10).

The witnesses in these cases were held in contempt
for disobeying court orders by refusing to produce
evidence-their testimony-before grand juries, Con-
sequently, their primary contention is that s 2515,
the evidentiary prohibition of Title III, afforded
them a defense to the contempt charges. In address-
ing that contention, we must assume, in the present
posture of *47 these cases, that the Government has
intercepted communications of the witnesses and
that the testimony the Government seeks from them
would be, within the meaning of & 2515, ‘evidence
derived’ from the intercepted communications. We
must also assume that the communications were not
intercepted in accordance with the specified pro-
cedures and thus that the wilnesses' potential testi-
mony would be “disclosure’ in violation of Title III.
See I8 LLS.C ss 2511(1), 2517(3). In short, we
proceed on the premise that s 2515 prohibits the
presentation to grand juries of the compelled testi-
mony of these witnesses.

#%2361 [1][2] The narrow question, then, is wheth-
er under these circumstances the witnesses may in-
voke the prohibition of 5 2515 as a defense to con-
tempt charges brought on the basis of their refusal
to obey court orders to testify. We think they may.

The unequivocal language of & 2515 expresses the
fundamental policy adopted by Congress on the
subject of wiretapping and electronic surveillance.
As the congressional findings for Title III make
plain, that policy is strictly to limit the employment
of those techniques of acquiring information:

*To safeguard the privacy of innocent persons, the
interception of wire or oral communications where
none of the parties to the communication has con-
sented to the interception should be allowed only
when authorized by a court of competent jurisdic-
tion and should remain under the control and super-
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vision of the authorizing court. Interception of wire
and oral communications should further be limited
to certain types of offenses and specific categories
of crime with assurances that the interception is jus-
tified and that the information *48 obtained thereby
will not be misused.” s 801(d), 82 Stat. 211.P- o

FN6 "Paragraph (d) recognizes the re-
sponsible part that the judiciary must play
in supervising the interception of wire or
oral communications in order that the pri-
vacy of innocent persons may be protected:
.. . the interception or use of wire or oral
communications should only be on court
order. Because of the importance of pri-
vacy, such interceptions should further be
limited to major offenses and care must be
taken to insure that no misuse is made of
any information obtained.”S.Rep.No.1097,
90th Cong., 2d Sess., 89 (1968); U.S.Code
Cong. & Admin.News, p. 2177,

The Senate commiltee report that accompanied
Title IIT underscores the congressional policy:

‘Title II1 has as it dual purpose (1) prolecting the
privacy of wire and oral communications, and (2)
delineating on a uniform basis the circumstances
and conditions under which the interception of wire
and oral communications may be authorized. To as-
sure the privacy of oral and wire communications,
title 11l prohibits all wiretapping and electronic sur-
veillance by persons other than duly authorized law
enforcement officers engaged in the investigation
or prevention of specified types of serious crimes,
and only afier authorization of a court order ob-
tained after a showing and finding of probable
cause.’S.Rep.No.1097, 90th Cong., 2d Sess.,, 66
(1968); U.S8.Code Cong, & Admin News, p. 2153,
Hence, although Title III authorizes invasions of in-
dividual privacy under certain circumstances, the
protection of privacy was an overriding congres-
sional concern. NT Indeed, the congressional find-
ings articulate *49 clearly the intent to utilize the
evidentiary prohibition of s 2515 to enforce the lim-
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itations imposed by Title 111 upon wiretapping and
electronic surveillance:

FN7. In stating the problem addressed by
Congress in Title III, the Senate report
noted that ‘(b)oth proponents and oppon-
ents of wiretapping and electronic surveil-
lance agree that the present state of the law
in this area is extremely unsatisfactory and
that the Congress should act to clarify the
resulting confusion.’ld., at 67;U.S.Code
Cong. & Admin.News, 1968, p. 2154, The
report agreed: ‘It would be, in short, diffi-
cult to devise a body of law from the point
of view of privacy or justice more totally
unsatisfactory in its consequences.’ld., at
69;U.5.Code Cong. & Admin.News 1968,
p. 2156. The report then stressed that Title
IIT would provide the protection for pri-
vacy lacking under the prior law:

“The need for comprehensive, fair and ef-
fective reform setting uniform standards is
obvious. New protections for privacy must
be enacted. Guidance and supervision must
be given to State and Federal law enforce-
ment officers. This can only be accom-
plished through national legislation. This
the subcommittee proposes.’Ibid.
(emphasis added).

‘In order to protect effectively the privacy of wire
and oral communications,**2362 to protect the in-
tegrity of court and administrative proceedings, and
to prevent the obstruction of interstate commerce, it
is necessary for Congress to define on a uniform
basis the circumstances and conditions under which
the interception of wire and oral communications
may be authorized, to prohibit any unauthorized in-
terception of such communications, and the use of
the contents thereof in evidence in courts and ad-
ministrative procI(-T:_einngs.‘ s 801(b), 82 Stat. 211
(emphasis added. "

FN¥.“Paragraph (b) recognizes that to pro-
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tect the privacy of wire and oral commu-
nications, to protect the integrity of court
and administrative proceeding(s) and to
prevent the obstruction of interstate com-
merce, it is necessary for Congress to
define on a uniform basis the circum-
stances and conditions under which the in-
terception of wire or oral communications
may be authorized. It also finds that all un-
authorized interception of such communic-
ations should be prohibited, as well as the
use of the contents of unauthorized inter-
ceptions as evidence in courts and adminis-
trative hearings.’ld., at 89;U.S.Code Cong.
& Admin.News 1968, p. 2177 (emphasis
added).

And the Senate report, like the congressional find-
ings, specifically addressed itself to the enforce-
ment, by means *50 of s 2515, of the limitations
upon invasions of individual privacy:

“Virtually all concede that the use of wiretapping or
electronic surveillance techniques by private unau-
thorized hands has little justification where commu-
nications are intercepted without the consent of one
of the participants. No one quarrels with the pro-
position that the unauthorized use of these tech-
niques by law enforcement agents should be pro-
hibited. . . . Only by striking at all aspects of the
problem can privacy be adequately protected. The
prohibition, too, must be enforced with all appro-
priate sanctions. Criminal penalties have their part
to play. But other remedies must be afforded the
victim of an unlawful invasion of privacy. Provi-
sion must be made for civil recourse for damages.
The perpetrator must be denied the fruits of his un-
lawful actions in civil and criminal proceedings.
Each of these objectives is sought by the proposed
legislation.’S.Rep.No.1097, supra, at 69; U.S.Code
Cong., & Admin.News, p. 2156 (emphasis added.)

[3]Scetion 2515 is thus central to the legislative
scheme. Its importance as a protection for ‘the vic-
tim of an unla_wfgl invasion of privacy’ could not
be more clear. "~ *51 The purposes of s 2515 and
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Title TIT as a whole would be subverted were the
plain command of s 2515 ignored when the victim
of an illegal interception is called as a witness be-
fore a grand jury and asked questions based upon
that interception. Moreover, & 2515 serves not only
to protect the privacy of communications, but
also to ensure *¥*2363 that the courts do not become
partners to illegal conduct: the evidentiary prohibi-
tion was enacted also ‘to protect the integrity of
court and administrative proceed-
ings.’Consequently, to order a grand jury witness,
on pain of imprisonment, to disclose evidence that 5
2515 bars in unequivocal terms is both to thwart the
congressional objective of protecting individual pri-
vacy by excluding such evidence and to entangle
the courts in the illegal acts of Government agents.

FN9.*Section 2515 of the new chapter im-
poses an evidentiary sanction to compel
compliance with the other prohibitions of
the chapter. It provides that intercepted
wire or oral communications or evidence
derived therefrom may not be received in
evidence in any proceeding before any
court, grand jury, department, officer,
agency, regulatory body, legislative com-
mittee, or other authority of the United
States, a State, or a political subdivision of
a State, where the disclosure of that in-
formation would be in violation of this
chapter. . . . ()t is not limited to criminal
proceedings. Such a suppression rule is ne-
cessary and proper to protect privacy. The
provision thus forms an integral part of the
system of limitations designed to protect
privacy. Along with the criminal and civil
remedies, it should serve to guarantee that
the standards of the new chapter will
sharply curtail the unlawful interception of
wire and oral communications.’Id., at
96;U.S.Code Cong. & Admin.News 1968,
p. 2184 (citations omitted).

FN10. Congressional concern with the pro-
tection of the privacy of communications is
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evident also in the specification of what is
to be protected. The proposed legislation is
intended to protect the privacy of the com-
munication itself . . ..’Id., at 90; U.S.Code
Cong. & Admin.News 1968, p. 2178. As
defined in Title I1I, “contents,' when used
with respect to any wire or oral communic-
ation, includes any information concerning
the identity of the parties to such commu-
nication or the existence, substance, pur-
port, or meaning of that communication.'
I8 U.S.C. & 2510(8). The definition thus
‘include(s) all aspects of the communica-
tion itself. No aspect, including the identity
of the parties, the substance of the commu-
nication between them, or the fact of the
communication itself, is excluded. The pri-
vacy of the communication to be protected
is intended to be  comprehens-
ive.”S.Rep.No.1097, supra, at  91;
U.S.Code Cong. & Admin.News, p. 2179.

In sum, Congress simply cannot be understood to
have sanctioned orders to produce evidence ex-
cluded from grand jury proceedings by s 2515,
Contrary to the Government's assertion that the in-
vasion of privacy is over *52 and done with, to
compel the testimony of these witnesses com-
pounds the statutorily proscribed invasion of their
privacy by adding to the injury of the interception
the insult of compelled disclosure. And, of course,
Title 111 makes illegal not only unauthorized inter-
ceptions but also the disclosure and use of informa-
tion obtained through such interceptions. 18 U.S.C.
8 2511(1); see I8 U.S.C. s 2520. Hence, if the pro-
hibition of s 2515 is not available as a defense to
the contempt charge, disclosure through compelled
testimony makes the witness the victim, once again,
of a federal crime. Finally, recognition of s 2515 as
a defense ‘relieves judges of the anomalous duty of
finding a person in civil contempt for failing to co-
operate with the prosecutor in a course of conduct
which, if pursued unchecked, could subject the pro-
secutor himself to heavy civil and criminal penal-
ties.” In re Grand Jury Proceedings, Hartisburg, Pa,
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(Egan), 450 F.2d. at 220 (Rosenn, J., concur-
ring).‘And for a court, on petition of the executive
department, to sentence a witness, who is herself
the victim of the illegal wiretapping, to jail for re-
fusal to participate in the exploitation of that crime
in violation of the explicit command of Scction
2515 is to stand our whole system of criminal
Jjustice on its head.” In re Evans, 146 U.S.App.D.C,
310, 323, 452 F.2d 1239, 1252 (1971) (Wright, J.,
concurring).

I

Our conclusion that s 2515 is an available defense
to the contempt charge finds additional support in
I8 U.S8.C. s 3504, enacted as part of the Organized
Crime Control Act of 1970, 84 Stat. 935.8¢ection
3504 is explicit confirmation that Congress inten-
ded that grand jury witnesses, in reliance upon the
prohibition of s 2515, might refuse to answer ques-
tions based upon the illegal interception of their
communications.

*53 Section 3504 provides:

‘(a) In any . . . proceeding in or before any . . .
grand jury . . .

‘(1) Upon a claim by a party aggrieved that evid-
ence is inadmissible because it is the primary
product of an unlawful act or because it was ob-
tained by the exploitation of an unlawful act, the
opponent of the claim shall affirm or deny the oc-
currence of the alleged unlawful act.”

Under s 3504{a)(2), disclosure of information relat-
ing to the claim of inadmissibility is not mandatory
if the ‘unlawful act’ took place before June 19,
1968, the effective date of Title III. Under s
3504(a)(3), there is a five-year limitation upon the
consideration of a claim of inadmissibility based
upon ‘the exploitation of an unlawful act’ that took
place before June 19, 1968.8cction 3504 (h), by ref-
erence to Title I11, defines an
*%*2364 ‘UNLAWFUL ACT' AS ONE IN-
VOLVING ILLEGAL WIRetapping or electronic
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. FNI1I
surveillance.

FNT1T. Section 304 provides in full:

‘(a) In any trial, hearing, or other proceed-
ing in or before any court, grand jury, de-
partment, officer, agency, regulatory body,
or other authority of the United States-

‘(1) upon a claim by a party aggrieved that
evidence is inadmissible because it is the
primary product of an unlawful act or be-
cause it was obtained by the exploitation of
an unlawful act, the opponent of the claim
shall affirm or deny the occurrence of the
alleged unlawful act;

‘(2) disclosure of information for a determ-
ination if evidence is inadmissible because
it is the primary product of an unlawful act
occurring prior to June 19, 1968, or be-
cause it was obtained by the exploitation of
an unlawful act occurring prior to June 19,
1968, shall not be required unless such in-
formation may be relevant to a pending
claim of such inadmissibility; and

*(3) no claim shall be considered that evid-
ence of an event is inadmissible on the
ground that such evidence was obtained by
the exploitation of an unlawful act occur-
ring prior to June 19, 1968, if such event
occurred more than five years after such
allegedly unlawful act.

‘(b) As used in this section ‘unlawful act’
means any act (involving) the use of any
electronic, mechanical, or other device (as
defined in scction 2510(5) of this title) in
violation of the Constitution or laws of the
United States or any regulation of standard
promulgated pursuant thereto.'

No question as to the constitutionality of s
3504 is raised in these cases.

*54 Scction 3504, then, establishes procedures to
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be followed ‘upon a claim by a party aggrieved that
evidence is inadmissible because’ of an illegal in-
terception. And s 3504 tracks s 2515 in its applica-
tion to grand jury proceedings. Indeed, ‘(t)he lan-
guage used in defining the types of proceedings,
types of forums, and jurisdictions in which section
3504 is applicable was taken from 18 L.S.C. s
2515."S.Rep.N0.91-617, p. 154 (1969)." V2 In the
application of s 3504 to ‘any . . . proceeding in or
before any . . . grand jury,” ‘a party aggrieved’ can
only be a witness, for there is no other ‘party’ to a
grand jury proceeding. Moreover, a ‘claim . . . that
evidence is inadmissible” can only be a claim that
the witness' potential testimony is inadmissible.
Hence, s 3304, by contemplating ‘a claim by a
party aggrieved that evidence is inadmissible be-
cause’ of an illegal interception, necessarily recog-
nizes that grand jury witnesses may rely upon the
prohibition of s 2515 in claiming that the evidence
sought from them is inadmissible in the grand jury
proceedings. Upon such a claim by a grand jury
witness, the Government, as ‘the opponent of the
claim,” is required under s 3304(a)!) to
*55 *affirm or deny the occurrence of the alleged’
illegal interception.Section 3504 thus confirms that
Congress meant that grand jury witnesses might
defend contempt charges by invoking the prohibi-
tion of s 2515 against the compelled disclosure of
evidence obtained in violation of Title ITI.

FN12.'The only exception is that section
350(4) omits legislative commit-
tees.'S.Rep.No.91-617, p. 154 (1969). In
addition, the House amended 5 3504, as
passed by the Senate, so that, unlike s
2515, it “applies only to trials and other
proceedings conducted under authority of
the United States.’H.R.Rep.No.91-1549, p.
51 (1970); U.S.Code Cong. & Ad-
min.News, p. 4027.

The Government urges, however, that the proced-
ures prescribed in s 3504 are limited in application
to claims of inadmissibility based upon illegal in-
terceptions that took place before June 19, 1968,
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and that s 3504 cannot, therefore, provide support
for a construction of s 2515, We disagree. While
subsections (a)(2) and (a)(3) apply only when the
illegal interception took place before June | 91 1968,
S and
from its legislative history that subsection (a)(1),
imposing the **2365 duty upon ‘the opponent of
the claim’ to ‘affirm or deny the occurrence of the
alleged’ illegal interception, is not similarly lim-
ited.

it is clear both from the face of s 3304

FN13. The references to June 19, 1968, ap-
pear only in subsections (a)(2) and (a)(3).
Subsection (a)(1) does not similarly limit
the term ‘unlawful act’ with the phrase
‘occurring prior to June 19, 1968."See n.
11, supra, It is thus plan on the face of s
3504 that Congress did not make the duty
imposed by subsection (a)(1) dependent
upon the date of the alleged illegal inter-
ception,

The omission of the June 19, 1968, date from sub-
section (a)(1) was not inadvertent. Subsection
(a)(1) was not in the original Senate bill, although
the bill did contain conterparts of present subsec-
tions (a)(2) and (a)(3) without the June 19, 1968, or
any other date limitation. T See Hearings before
the Subcommittee on Criminal Laws and Proced-
ures of the Senate Committee on the Judiciary on S.
30 et al., 91st Cong., 1st Sess., 102-*56 105 (1969).
Subsection (a)(1) was added at the suggestion of
the Department of Justice, At that time the Depart-
ment followed the practice of searching Govern-
ment files for information about wiretaps and
eavesdropping. The Department advised the Senate
Judiciary Committee that while it had been
‘conduct(ing) such examinations as a matier of
policy even in cases where no motion ha(d) been
filed . . . defendants should be assured such an ex-
amination by a specific requirement of law rather
than hav(ing) to rely upon the continued viability of
a current policy.’ld., at 553. The Senate report on s
3504 explained that ‘since (subsection (a)(1)) re-
quires a pending claim as a predicate to disclosure,
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it sets aside the present wasteful practice of the De-
partment of Justice in searching files without a mo-
tion from a defendant.’S.Rep.No.91-617, p. 154
(1969).

FNT14, The Senate passed s 3504 in a form
that, so far as is pertinent to the issue be-
fore us, differed from the section as finally
enacted only in that subsections (a)(2) and
(a)(3) in the Senate version were not lim-
ited in application to illegal interceptions
that took place before June 19, 1968. See
S.Rep.No. 91-617, pp. 15, 70 (1969).

The reason assigned in the Senate for enacting sub-
section (a)(1) was thus as applicable to post- as it
was to pre-June 19, 1968, interceptions. The same
was true of the House. There subsection (a)(1) was
supported on the ground that it would be beneficial
to the victims of illegal interceptions. Senator Mc-
Clellan, for example, who testified before the
House Subcommittee, indicated that subsection
(a)(1) ‘places upon the Government an affirmative
duty to answer a claim that evidence is inadmissible
because of unlawful investigative conduct.”*The
first requirement (of s 3504), that the Government
admit or deny the occurrence of the alleged inva-
sion of the defendant's rights, actually places or co-
difies a burden upon the Government, rather than
the defendant.’Hearings before Subcommittee No.
5 of the House Committee on the Judiciary on S. 30
et al., 91st Cong., 2d Sess., 84, 104 (1970). Other
witnesses thought the provision unnecessary. SR
Indeed, one organization submitted *57 a report
that disapproved subsection (a)(1) on the ground
that the Government should admit illegalities
without a prior claim. Id., at 562 (Section of Crim-
inal Law of the American Bar Association). It is
also significant that congressional questioning of a
representative of the Department of Justice at the
hearings was directed to the Department's views on
the insertion of a date limitation only in subsections
(a)(2) and (a)(3).Id., at 659; see the Department's
written response, id. at 675-676.

FN15.°(Subsection (a)(1)) provides that in
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an attack upon the admissibility of evid-
ence because it is the product of an unlaw-
ful act . . ., the opponent of such claim
shall affirm or deny the alleged unlawful
act . . .. In this respect (s 3504) is unneces-
sary."Hearings before Subcommitiee No. 5
of the House Judiciary Committee on S. 30
et al., 91st Cong., 2d Sess., 399 (1970)
(report of the Committee on Federal Legis-
lation of the New York County Lawyers'
Association)." That is the law now by Su-
preme Court decision. (Subsection (a) (1})
adds nothing to what exists right now.’Id.,
at 513 (testimony of Lawrence Speiser,
representing the American Civil Liberties
Union).

*¥%2366 The June 19, 1968, date was inserted in
subsections (a)(2) and (a)(3) after the conclusion of
the House hearings. It is apparent from the House
report that only subsections (a)(2) and (a)(3) of the
Senate version were to be limited by the June 19,
1968, date and that subsection (a)(1) was to be op-
erative without regard to when the alleged illegal
interception may have taken place:

‘Paragraph (1) provides that upon a claim by an ag-
grieved party that evidence is inadmissible because
it is the primary product of an unlawful act, or be-
cause it was obtained by the exploitation of an un-
lawful act, the opponent of the claim must affirm or
deny the occurrence of the alleged unlawful act.
Under this provision, upon a charge by the defend-
ant with standing to challenge the alleged unlawful
conduct, the Government would be required to af-
firm or deny that an unlawful act *58 involving
electronic surveillance had in fact occurred. If such
an unlawful act had in fact occurred, paragraph (2),
below, will govern disclosure of the contents of the
electronic surveillance records or transcripts to the
defendant and his counsel, unless paragraph (3) ap-
plies.”H.R.Rep.No.91-1549, p. 51 (1970); U.S.Code
Cong. & Admin.News, p. 4027.

This cxplan_atic:‘n demonstrates that ‘the opponent of
the claim" =~ has a duty to ‘affirm or deny’
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whenever ‘a party aggrieved’ ‘claims(s) . . . that
evidence is inadmissible because it is' derived from
an illegal interception. The date June 19, 1968, be-
comes relevant only after it is determined that an il-
legal interception took place and an issue thus
arises as to disclosure of information bearing on the
claim. '

FN16. Congress, of course, was primarily
concerned with ‘certain evidentiary prob-
lems created by electronic surveillance
conducted by the Government prior to the
enactment of (Title 1) on June 19, 1968,
which provided statutory authority for ob-
taining surveillance warrants in certain
types of criminal investigations (18 U.S.C.
2516). " H.R.Rep.No.91-1549, p. 50 (1970);
U.S.Code Cong. & Admin.News, p. 4026.
As the Senate report noted, however, s
3504 applies to ‘(c)ivil as well as criminal
proceedings . . ., regardless of whether a
government or governmental body or of-
ficer is or is not a party or wit-
ness.’S.Rep.No.91-617, p. 154 (1969),
Moreover, ‘unlawful acts,” as defined in s
3504(h), may be *acts of private citizens as
well as acts of Federal or State offi-
cials. Ibid.

FN17.*Under paragraph (2) disclosure of
the information shall be required to be
made to a defendant who has demonstrated
the illegality of the electronic surveillance
(occurring prior to June 19, 1968) and his
standing where such information is or
‘may be’ relevant to a claim of inadmissib-
ility. In cases where the electronic surveil-
lance occurred on or after June 19, 1968,
disclosure is mandatory where illegality
and standing are demonstrated. The provi-
sion thus alters the procedure announced in
Alderman v, United States. 89 5.Ci. 961,
394 ULS, 165, 22 L.E4A2d 176 ((1969))
with respect to ‘unlawful acts' committed
prior to June 19,
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H.R.Rep.No.91-1549, p. 51 (1970);
U.S.Code Cong. & Admin.News, p. 4027.

*59 111

The Government argues, finally, that while s 2515
could be construed to allow a grand jury witness
to invoke its prohibition as a defense to a contempt
charge, ‘(i)f this section were the only relevant por-
tion of (Title III)," Brief for the United States in
No. 71-263, p. 19, proceedings before grand juries
are omitted from another provision of Title IIl, s
2518(1 QP(a]‘ that authorizes ‘(a)ny aggrieved per-
son,‘H\ " in specified types of proceedings, to
‘move to suppress the contents of any intercepted
wire or oral communication, or evidence derived
therefrom.” ' But it *¥2367 does not follow from
the asserted omission of grand jury proceedings
from the suppression provision that grant jury wit-
nesses cannot invoke s 2515 as a defense in a]__,(:\lt.}gl-i
tempt proceeding under 28 L1.5.C. s I8206(a). 7

The congressional concern with the
applicability*60 of s 2518(10)(a) in grand jury pro-
ceedings, so far as it is discernible from the Senate
report, was apparently that defendants and potential
defendants might be able to utilize suppression mo-
tions to impede the issuance of indictments:
‘Normally, there is no limitation on the character of
evidence that may be presented to a grand jury,
which is enforcible by an individual, ( United
States v. Blue, 384 U.S. 251, 86 S.C 1416, 16
L.Ed.2d 510 (19606)). There is no intent to change
this general rule.’S.Rep.No.1097, 90th Cong., 2d
Sess., 106 (1968); U.S.Code Cong. & Admin.News,
p. 2195. The ‘general rule,” as illustrated in Blue, is
that a defendant is not entitled to have his indict-
ment dismissed before trial simply because the
Government “acquire(d) incriminating evidence in
violation of the (law),” even if the ‘tainted evidence
was presented to the grand jury.” 384 U.S. al 255
and n. 3, 86 S.CL, at 1419; see Lawn v. United
Stales, 353 U:S. 339, 78/5.Ct. 311, 2 L.Ed.2d 321
(1938); Costello v. United States, 350 U.S. 359, 76
S.Ct. 406, 100 L.Ed. 397 (1956), But that rule has
nothing whatever to do with the situation of a
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grand jury witness who has refused to testify and
attempts to defend a subsequent charge of con-
tempt. Hence, we cannot agree that the Senate re-
port expressed the view that a grand jury witness
would be foreclosed from raising the s 2515 de-
fense in a contempt proceeding under s 1826(a).

FNI18, An ‘aggrieved person,’ for purposes
of 5 2518(10)(a), is *a person who was a
party to any intercepted wire or oral com-
munication or a person against whom the
interception was directed.’ X U.S.C. &
2510(11); see S.Rep.No.1097, 90th Cong.,
2d Sess., 91, 106 (1968); U.S.Code Cong.
& Admin.News, p. 2112.

FN19.Section 2518(10) provides is pertin-
ent part:

‘(a) Any aggrieved person in any trial,
hearing, or proceeding in or before any
court, department, officer, agency, regulat-
ory body, or other authority of the United
States, a State, or a political subdivision
thereof, may move to suppress the contents
of any intercepted wire or oral communica-
tion, or evidence derived therefrom . ...

While on its face s 25158(10)(a) applies to
grand jury proceedings, when compared
with the list of proceedings in § 2515, see
n. 2, supra, it appears that ‘grand jury’ was
omitted from the list in s 2518(10)(a).

FN2()."Because no person is a party as
such to a grand jury proceeding, the provi-
sion does not envision the making of a mo-
tion to suppress in the context of such a
proceeding itself. . . . It is the intent of the
provision only that when a motion to sup-
press is granted in another context, its
scope may include use in a future grand
jury  proceeding.’S.Rep.No.1097,  90th
Cong., 2d Sess., 106 (1968); U.S.Code
Cong. & Admin.News, p. 2195. This asser-
tion is not ambiguous, for motions to sup-
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press evidence to be presented to a grand
Jjury would presumably be made in court,

[4] Furthermore, grand jury witnesses do not nor-
mally discover whether they may refuse to answer
questions by filing molions to suppress their poten-
tial testimony. The usual procedure is, upon the
Government's motion, to have a court order a
grand jury witness to testify upon penalty of con-
tempt for noncompliance.Section |826(a) embod-
ies that traditional procedure. The asserted omis-
sion of grand jury proceedings from *61s 251&
(10)(a) may well reflect congressional acceptance
of that procedure as adequate in these cases. Con-
sequently, we cannot suppose that Congress, by
providing procedures for suppression motions, in-
tended to deprive grand jury witnesses of the s 2515
defense that would otherwise be available to them,
Although the Government points to statements in
the Senate report to the effect that s
2518(10)(a) “limits' s 2515, we read those state-
ments to mean that suppression motions, as a meth-
od of enforcing the prohibition of ¢ 2515, must be
made in accordance with the restrictions upon for-
ums, procchurg’s, and grounds specified in s
2518(10a).

FN21.“This definition (s 2510(11)) defines
the class of those who are entitled to in-
voke the suppression sanction of scction
2515 . . . through the motion to suppress
provided for by scction 2518(10)(a) . .
JId., at 91;U.8S.Code Cong. & Ad-
min.News 1968, p. 2179."The provision (s
2515) must, of course, be read in light of
section 2518(10)(a) . . . which defines the
class entitled to make a motion to sup-
press.'Id., at 96;U.S.Code Cong. & Ad-
min.News, p. 2185. ‘This provision (s
2518(10)(a)) must be read in connection
with sections 2515 and 2517 .. . which it
limits. It provides the remedy for the right
created by  scction  2515°Id.,  at
106;U.S.Code Cong. & Admin.News, p.
2195.
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**2368 The judgment of the Court of Appeals for

the Ninth Circuit in No. 71-110 is reversed and the

case is remanded for further proceedings consistent

with this opinion.  ~~ The judgment of the Court

of Appeals for the Third Circuit in No. 71-263 is
FIN2:

affirmed.

FN22. Because the District Court and the
Court of Appeals erroneously held that
grand jury witnesses have no right to in-
voke a 5 2515 defense in contempt pro-
ceedings under s 1826(x), we need not de-
cide whether Gelbard and Parnas may re-
fuse to answer questions if the intercep-
tions of their conversation were pursuant
to court order. That is a matter for the Dis-
trict Court to consider in the first instance.

FN23, The Court of Appeals vacated the
judgments of contempt and remanded for
hearings to determine whether the ques-
tions asked respondents resulted from the
illegal interception of their communica-
tions. 450 F.2d. at 217. Although, in this
Court, the Government now denies that
there was any overhearing, in view of our
affirmance that is a matter for the District
Court to consider in the first instance.

It is so ordered.

Affirmed in part, reversed and remanded in part.
*62 Mr. Justice DOUGLAS, concurring,

Although I join in the opinion of the Court, I be-
lieve that, independently of any statutory refuge
which Congress may choose to provide, the Fourth
Amendment shields a grand jury witness from any
question (or any subpoena) which is based upon in-
formation garnered from searches which invade his
own constitutionally protected privacy.

I would hold that Title III of the Omnibus Crime
Control and Safe Streets Act of 1968 offends the
Fourth Amendment, as does all wiretapping and
bugging, for reasons which I have often expressed
clsewhere. E.g., Cox v. United States, 406 U.S.
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934,92 S.CL 1783, 32 L.Ed.2d 136: Williamson v,
United States, 405 U.8. 1026, 92 S.Ct. 1297,
1323, 31 L.Ed.2d 487: Katz v. Unmited States, 389
U.S. 347, 359, 88 8.Ct. 507, 515, 19 L.Ed.2d
5762 Berger v. New York, 388 11.S. 41, 64, 87 S.C'1.
1873, 1886, 18 L.Ed.2d 1040; Osborn v. United
States, 385 LS, 323, 340, 87 5.Ct. 429, 438, 17
L.Ed.2d 394: Pugach v. Dollinger, 365 U8, 458,
459, 81 S.CL 650, 5 L.Ed.2d 678: On Lee v. United
States; 343 U5, 747, 762, 72 S.CL. 967, 976, 96
[..Ed. 1270. In each of the present cases a grand
jury witness seeks to prove and suppress suspected
unconstitutional seizures of his own telephone con-
versations. And, in every relevant respect, the pro-
ceedings below were in striking parallel to those in
Silverthorne Lumber Co, v, United States, 251 U.S,
383,40 S.CL 182, 64 L.Ed. 319,

In that case, after federal agents unlawfully seized
papers belonging to the Silverthornes and to their
lumber company, the documents were returned
upon order of the court. In the interim, however, the
agents had copied them. After returning the seized
originals, the prosecutor attempled to regain pos-
session of them by issuing a grand jury subpoena
duces tecum. When the petitioners refused to com-
ply with the subpoena they *63 were convicted of
contempt. In reversing those judgments, this Court,
through Mr. Justice Holmes, held that the Govern-
ment was barred from reaping any fruit from its for-
bidden act and wove into our constitutional fabric
the celebrated maxim that ‘(t)he essence of a provi-
sion forbidding the acquisition of evidence in a cer-
tain way is that not merely evidence so acquired
shall not be used before the Court but that it shall
not be used at all.” 251 U.5.. at 392, 40 S.CL.. al
183,

Petitioners Gelbard and Parnas and respondents
Egan and Walsh occupy positions which are virtu-
ally identical to that of the Silverthornes and their
company. They desire to demonstrate that but for
unlawful surveillance of them the grand jury would
not now be seeking testimony from them. And, as
in Silverthorne,**2369 they are the victims of the
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alleged violations, seeking to mend no one's pri-
vacy other than their own. Finally, here, as there,
the remedy preferred is permission to refuse to
render the requested information,

Unless Silverthorne is to be overruled and uprooted
from those decisions which have followed it, such
as Nardone v, United States, 308 U.S. 338,
340-341. 60 8.Ct. 266, 267-268, 84 L.Ed. 307; Ben-
anti v. United States, 355 U.S. 96, 103, 78 8.Ct.
155, 159, 2 L.Ed.2d 126: Elkins v, United States,
364 UL.S. 2006, 210, 80 S.Ct. 1437, 1440, 4 L.Ed.2d
1669; Mapp v. Ohio, 367 U.S, 643, 648, 81 S.CL
1684, 1687-1688, 6 L.Ed.2d 1081; Wong Sun v.
United States, 371 U.S. 471, 484-485, 83 8.Ct1. 407,
415-416.9 L.Ed.2d 441: Harrison v, United States,
392 1.8, 219, 222, B8R S.C't. 2008, 2010, 20 L.Ed.2d
[047: and Alderman v. United States. 394 LS. 163,
171, 177, 89 §.Ct. 961, 963, 968-969, 22 L.Ed.2d
176, these witnesses deserve opportunities to prove
their allegations and, if successful, to withhold
from the Government any further rewards of its
‘dirty business.” Olmslead v, United States, 277
LS. 438, 470, 48 S.CL 364, 575, 72 L.Ed. 944
(Holmes, 1., dissenting).

The Solicitor General does not propose that Silver-
thorne be overruled. Nor does he deny its remark-
able similarity. Indeed, his analysis of the constitu-
tional issue at stake here fails even to mention that
landmark decision.*64 ' And none of the pre-
cedents (l.:_i!ted by him detract from Silverthorne's vi-
tality, '~

I'N1. At oral argument, counsel for the
United States contended that Silverthorne
Lumber Co. v. United States, 251 U.S.
385, 40 S.Ct, 182, 64 L..Ed. 319, was dis-
tinguishable. First, it was said that in these
cases there has yet been no showing of il-
legal surveillance. Tr. of Oral Arg. 26. The
point is, however, that these witnesses
claim to be able to make such a showing,
although none of the trial courts below
have permitted hearings on the issue.
Second, it was also argued that Silver-
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thorne was inapposite because there the
very papers seized unlawfully were the
ones later sought under the court's sub-
poena. Ibid, But there is little doubt that
Mr. Justice Holmes' reasoning would also
have relieved the Silverthornes from testi-
fying before the grand jury as to the con-
tents of the purloined papers.

I'N2. Three of the cases cited by the Soli-
citor General stand for nothing more than
the rule that a defendant may not challenge
prior to trial the evidence from which the
indictment was drawn. Costello v. United
States, 350 U.S, 339, 76 S.C1, 406, 100
L.Ed. 397: Lawn v, United States, 355
WS, 339, 78 S.Ct 311, 2 L.Ed.2d
321: United States v. Blue. 384 LS. 251,
86 8.CL, 14106, 16 L.Ed.2d 510. To be sure,
the other authorities cited rejected various
privileges from testitfying but only for reas-
ons which are not in conflict with Silver-
thorne Lumber Co. v. United States,
supra.For example, in Murphy v. Water-
front Comm'n, 378 118, 52, 84 S.Ct, 1594,
12 L.Ed.2d 678: and Piemonte v. United
States, 367 U.S. 556, 81 S.Ct, 1720, 6
[..Fd.2d 1028, in light of our dispositions
in those cases, no threatened constitutional
violation remained as a predicate for a
privilege. For in Murphy we eliminated the
threat that testimony to a state grand jury
given in exchange for a state immunity
grant could, despite the witness' fears to
the contrary, be used against him by other
jurisdictions. And in Piemonte the Fifth
Amendment basis for declining to answer
was dissolved by the majority's finding
that there had been a proper grant of im-
munity. True, Goldstein v. United States,
Jle U.S. 114, 121, 62 5.CL 1000, 1004, 86
L.Ed. 1312, and Alderman v. United
States. 394 U.5. 165, 89 S.CL. 961, 22
L.Ed.2d 176. denied standing to defendants
to suppress the fruits of Fourth Amend-
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ment injuries to others, but that issue is not
presented here inasmuch as all of these
movants purported to be victims of inter-
cepted conversations. Finally, Blair v.
United States, 230 U.S. 273, 39 8.C(. 468,
63 1.Ed. 979, held that a grand jury wit-
ness may not withhold evidence solely be-
cause he believes that the statutes (which
the grand jury suspects may have been vi-
olated) are unconstitutional. That conten-
tion, of course, has not been tendered by
these grand jury witnesses. Moreover,
Blair itself recognizes that ‘for special
reasons a witness may be excused from
telling all that he knows.” Id.. at 281. 39
S.Ct., at 471. ‘Special reasons' presumably
was meant to include Fourth Amendment
grounds, as was permitted shortly there-
after in Silverthorne.

**2370 Rather, the Government treats this decision
as a ‘novel *65 extension’ of Fourth Amendment
protections, leaning heavily upon the observation
that the exclusionary rule has never been extended
to ‘provide that illegally seized evidence is inad-
missible against anyone for any purpose.” Alder-
man. supra, 394 U.S. at 175, 89 S.Ct. at 967. This
aphorism is contravened, concludes the Solicitor
General, by any result permitting a nondefendant to
‘suppress' evidence sought to be introduced at an-
other's trial or to withhold testimony from a grand
jury investigation of someone else.

To be sure, no majority of this Court has ever held
that ‘anything which deters illegal searches is
thereby commanded by the Fourth
Amendment.” Id., at 174. 89 S.CL, a4t Y67. But that
concern is not at stake here. No one is attempting to
assert vicariously the rights of others. Here it is
only necessary to adhere to the basic principle that
victims of unconstitutional practices are themselves
entitled to effective remedies. For, ‘where federally
protected rights have been invaded, it has been the
rule from the beginning that courts will be alert to
adjust their remedies so as to grant the necessary
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relief.” Bell v, Hood. 327 U.S. 678, 684, 66 S.CL
773, 777. 90 L.Ed. 939. And see Bivens v. Six Un-
known Federal Narcotics Agents. 403 .S, 388, 91
S.CL 1999, 29 L.Ed.2d 619.

The fact that the movants below sought to withhold
evidence does not transform these cases into unusu-
al ones. A witness is often permitted to relain ex-
clusive custody of information where a contrary
course would jeopardize important liberties such as
First Amendment guarantees, Watkins v. United
States, 354 U.S. 178, 77 S.Ct, 1173, | L.Ed.2d
1273: NAACP v. Alabama, 357 U.S, 449, 463, 78
S.CL 1163, 1172, 2 L.EJ.2d 1488; Gibson v, Flor-
ida Legislative Investigation Committee, 372 U.S.
539, 83 S.C(. 889, 9 L.Ed.2d 929; Baird v. State
Bar of Arizona, 401 U.S. 1, 6-7, 91 S.Ct. 702,
706-706, 27 L.Ed.2d 639: *66In re Stolar, 401 U.S.
23,91 S.C1L 713, 27 L. Ed.2d 657: Fifth Amendment
privileges, HotTman v. United States. 341 U.S. 479,
T18.CL 814,95 L.Ed. 1118, or traditional testimo-
nial privi]c:f.;t:s.l-"\JJ

FN3. E.g., Alexander v. United States, 138
U.S, 353, 11 S.Ct. 350, 34 L.Ed. 954
(lawyer-client); Blau v, United States. 340
U.S. 332, 71 8.Ct. 301, 95 L.Ed. 306
(marital); United States v, Reynolds, 3453
US. L. 73 S.CL 3528, 97 L.Ed. 727
(military aircraft specifications).

The same is true of Fourth Amendment authority to
withhold evidence, even from a grand jury. Hale v

Henkel, 201 U.S. 43, 26 S.Ct. 370. 50 L.Ed.
632:8ilverthorne, supra.No one would doubt, for
example, that under Bell v. Hood, supra, and Bi-
vens, supra (or Monroe v. Pape, 365 U.S. 167, 81
S5.CL 473, 5 L.Ed.2d 492, where state police were
concerned), a telephone subscriber could obtain an
injunction against unlawful wiretapping of his tele-
phone despite the fact that such termination might
remove from the Government's reach evidence with
which it could convict third parties.

A contrary judgment today would cripple enforce-
ment of the Fourth Amendment. For, if these
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movants, who the Solicitor General concedes are
not the prosecutors' targets, were required to submit
to interrogation, then they (unlike prospective de-
fendants) would have no further opportunity to vin-
dicate their injuries. More generally, because sur-
veillances are often ‘directed primarily to the col-
lecting and maintaining of intelligence with respect
to subversive forces, and are not an attempt to gath-
er evidence for specific criminal
prosecutions,” United States v. United States Dis-
trict Court, 407 U.S. 297, 318-319, 92 S.Ct. 2125,
2137, 32 L.Ed.2d 752, the normal exclusionary
threat of Weeks v. United States. 232 U.S. 383, 34
S.CL 3410 58 LLEd. 652, would be sharply attenu-
ated and intelligence centers would be loosed from
virtually every deterrent **2371 against abuse.
Furthermore, even *67 where the ‘uninvited ear’ is
used to obtain criminal convictions, rather than for
domestic spying, a rule different from our result
today would supply police with an added incentive
to record the conversations of suspected coconspir-
ators in order to marshal evidence against alleged
ringleaders. We are told that ‘(p)olice are often
tempted to make illegal searches during the invest-
igations of a large conspiracy. Once the police have
established that several individuals are involved,
they may deem it worthwhile to violate the consti-
tutional rights of one member of the conspiracy
(particularly a minor member) in order to obtain
evidence for use against others.”White & Green-
span, Standing to Ohject to Scarch and Seizure, 118
U.Pa.L.Rev, 333, 351 (1970) (footnotes omitted).
Because defendants are normally denied ‘standing’
to suppress evidence procured as a result of inva-
sions of others' privacy, today's remedy is neces-
sary to help neutralize the prosecutorial reward of
such tactics.

I'N4. Our remark in United Stales v,
United States Distriet Court, 407 U.S, 297,
318-319, 92 §.Ct. 2125, 2137, 32 L.Ed.2d
752, was our understanding only of the
motivation behind federal national security
wiretapping. But the statistical evidence
shows that nonsecurity wiretapping also is
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seldom used to convicl criminals. In 1969,
court-ordered federal wiretapping seized
44 940 conversations but only 26 convic-
tions were obtained. In 1970, federal court
orders permitted the seizure of 147,780
communications, with 48 convictions. H.
Schwartz, A Report on the Costs and Be-
nefits of Electronic Surveillance ii-v
(1971).

Today's remedy assumes an added and critical
measure of importance for, due to the clandestine
nature of electronic eavesdropping, other inhibi-
tions on officers' abuse, such as the threat of dam-
age actions, reform through the political process,
and adverse publicity, will be of little avail in
guarding privacy.

Moreover, when a court assists the Government in
extracting fruits from the victims of ifs lawless
searches it degrades the integrity of the judicial sys-
tem. For ‘(n)othing can destroy a government more
quickly than its failure to observe its own laws, or
worse, its disregard of the charter of its own exist-
ence.” Mapp v. Ohio, 367 U.S. 643, 659, 8] 5.CL
1684, 1694, 6 LL.Ed.2d 1081. For this reason, our
decisions have embraced*68 the view that ‘(l)he
tendency of those who execute the criminal laws of
the country to obtain conviction by means of un-
lawful seizures and enforced confessions . . . should
find no sanction in the judgments of the courts,
which are charged at all times with support of the
Constitution.” Weeks v. United States, 232 U.S.
383, 392, 34 S.Ct. 341, 344, 58 L.kd. 652. As men-
tioned earlier, this principle was at the heart of the
Silverthorne decision. Later in his dissent in
Olmstead v. United States, 277 U.S., at 470, 48
5.Ct., at 575, a case in which federal wiretappers
had violated an Oregon law, Mr. Justice Holmes,
citing Silverthorne, thought that both the officers
and the court were honor bound to observe the state
law: ‘If the existing code does not permit district at-
torneys to have a hand in such dirty business it does
not permit the judge to allow such iniquities to suc-
ceed.’In the same case, Justice Brandeis, who was
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then alone in his view that wiretapping was a search
within the meaning of the Fourth Amendment,
phrased it this way: ‘In a government of laws, exist-
ence of the government will be imperilled if it fails
to observe the law scrupulously. Our Government is
the potent, the omnipresent teacher. For good or for
ill, it teaches the whole people by its example.
Crime is contagious. If the government becomes a
lawbreaker, it breeds contempt for law; it invites
every man to become a law unto himself; it invites
anarchy.” Id., at 485, 48 S.Ct., at 575.

In an entrapment case, Mr. Justice Frankfurter, with
whom Justices Harlan, Brennan, and 1 joined,
thought that ‘the federal courts have an obligation
to set their face against enforcement of the law by
lawless means' because '(p) ublic confidence**2372
in the fair and honorable administration of justice,
upon which ultimately depends the rule of law, is
the transcending value at stake.” Sherman v, United
Stales, 356 U.S. 369, 380, 78 S.Ct. 8§19, 825, 2
L.Ed.2d 848 (concurring in result); see also his
opinion for the Court in Nardone v, United States,
308 U.S. 338, 340-341, o0 S.Ct. 20606, 267-2068, 84
L.Ed. 307. In a Self-*69 Incrimination Clause de-
cision, Mr. Justice Brennan (joined by Mr. Justice
Marshall and myself) used fewer words: ‘it is mon-
strous that courts should aid or abet the lawbreak-
ing police officer.” Harris v. New York, 401 U.S,
222, 232, 91 B.CL 643, 649, 28 L.Ed.2d 1
(dissenting opinion).

These standards are at war with the Government's
claim that intelligence agencies may invoke the aid
of the courts in order to compound their neglect of
constitutional values. To be sure, at some point
taint may become so attenuated that ignoring the
original blunder will not breed contempt for law.
But here judges are not asked merely to overlook
infractions diminished by time and independent
events. Rather, if these witnesses' allegations are
correct, judges are being invited to become the
handmaidens of intentional - police lawlessness
by ordering these victims to elaborate on their tele-
phonic communications of which the prosecutors
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would have no knowledge but for their unconstitu-
tional surveillance.

FN5. As Mr. Justice Fortas said, wiretap-
ping ‘is usually the product of calculated,
official decision rather than the error of an
individual agent of the state.” Alderman v,
United States, 394 LS., at 203, 89 5.CL.. at
OR2,

In summary, 1 believe that Silverthorne was rightly
decided, that it was rooted in our continuing policy
to equip victims of unconstitutional searches with
effective means of redress, that it has enjoyed re-
peated praise in subsequent decisions, that it has
not been seriously challenged here, and that it re-
quires that we affirm the Third Circuit in Egan and
Walsh and reverse the Ninth Circuit in Gelbard and
Parnas.

Mr. Justice WHITE, concurring,

Under 258 U.S.C. s 1826(a) a witness who refuses to
testify “without just cause’ may be held in contempt
of court. Here, grand jury witnesses are involved,
and the just cause claimed to excusc them is that
the testimony demanded involves the disclosure and
use of communications*70 allegedly intercepted in
violation of the controlling federal statute and
hence inadmissible under 15 U.S.C. 5 2515.

The United States asserts that s 2515 affords no ex-
cuse lo grand jury witnesses under any circum-
stances. Reliance is placed on 5 2518(10)(a} and the
legislative history of the statute. 1 agree with the
Court, however, that at least where the United
States has intercepted communications without a
warrant in circumstances where court approval was
required, it is appropriate in construing and apply-
ing 28 U.S.C. s 1826 not to require the grand jury
witness to answer and hence further the plain policy
of the wiretap statute. This unquestionably works a
change in the law with respect to the rights of grand
jury wilnesses, but it is a change rooted in a com-
plex statute, the meaning of which is not immedi-
ately obvious as the opinions filed today so
tellingly demonstrate.
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Where the Government produces a court order for
the interception, however, and the witness never-
theless demands a full-blown suppression hearing
to determine the legality of the order, there may be
room for striking a different accommodation
between the due functioning of the grand jury sys-
tem and the federal wiretap statute. Suppression
hearings in these circumstances would result in pro-
tracted interruption of grand jury proceedings. At
the same time, prosecutors and other officers who
have been granted and relied on a court order for
the interception would be subject to no liability un-
der the statute, whether the order is valid or not;
and, in any event, the deterrent value of
excluding**2373 the evidence will be marginal at
best. It is well, therefore, that the Court has left this
issue open for consideration by the District Court
on remand. See ante, at 2368 n. 22,

*71 Of course, where the Government officially
denies the fact of electronic surveillance of the wit-
ness, the matter is at an end and the witness must
answer.

Mr, Justice REHNQUIST, with whom THE CHIEF
JUSTICE, Mr. Justice BLACKMUN, and Mr.
Justice POWELL join, dissenting.

Disposition of these cases depends on the sorting
out of admittedly conflicting implications from dif-
ferent sections of the principal statute involved. The
Court's conclusion, while supportable, if regard be
had only for the actual language of the sections, is
by no means compelled by that language. Its con-
clusion is reached in utter disregard of the relevant
legislative history, and quite without consideration
of the sharp break that it represents with the histor-
ical modus operandi of the grand jury. It is, in my
opinion, wrong.

The Court states the question to be whether wit-
nesses threatened with contempt under 28 U.5.C. &
1826(a) are entitled to invoke this prohibition of s
2515 as a defense to contempt charges brought
against them for refusing to testify.’Ante, at 2359.
The question as thus framed by the Court has been
so abstracted and refined, and divorced from the
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particulars of these two cases, as to virtually invite
the erroneous answer that the opinion of the Court
gives.

Nor is it accurate to ‘assume,’ as the Court does,
that the Government's overhearing of these wit-
nesses was in violation of the applicable statute. Pe-
titioner Gelbard contended in the trial court that the
United States planned to use his electronically
overheard conversations as one basis for question-
ing him before the grand jury, and so stated in a
presentation to that court. The Government in a
reply affidavit stated that whatever information had
been gathered a s a result of electronic overhearing
had been obtained from wiretaps conducted *72
pursuant to court order as provided in 15 U.S.C. s
2518, Parnas, so far as this record shows, made
no similar allegation in the trial court. The Court of
Appeals in its opinion described the position taken
by these witnesses in the following language:

I'N1. In the case of respondents Egan and
Walsh, the Government in the District
Court did not state whether it had engaged
in electronic surveillance. In this Court,
however, the Government represented that
respondents Egan and Walsh had not been
subjected to electronic surveillance. In
light of this development, I would remand
their case to the District Court in order to
give the respondents another opportunity
to testify. For this reason, references to
‘petitioners' throughout this opinion are
meant to be to only petitioners Gelbard and
Parnas.

“When cited for contempt in the district court, each
attacked the constitutional validity of Scction 2518,
and additionally urged that he should not be re-
quired to testify until and unless first allowed to in-
spect all applications, orders, tapes and transcripts
relating to such electronic surveillance and afforded
an opportunity to suppress the use before the grand
jury of any evidence so secured . . ..” 443 I".2d 837,
838,
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Thus what was presented to the trial court in this
proceeding under 18 U.S.C. s 1826(a) was not a
neatly stipulated question of law, but a demand by
the petitioners that they be permitted to roam at will
among the prosecutor's records in order to see
whether they might be able to turn up any evidence
indicating that the Government's overhearing of
their conversations had been unauthorized by stat-
ute. In order to determine whether this particular
type of remedy is open to these petitioners at this
particular stage of potential criminal proceedings it
is not enough to recite, as the Court does, that |8
U.5.C. s 2515 prohibits the use of illegally over-
heard wire communications before grand juries as
well as before other governmental**2374 bodies.
This *73 proposition is not disputed. The far more
difficult inquiry posed by these facts is whether the
granting to these petitioners, at this particular stage
of these proceedings, of sweeping discovery as a
prelude to a full hearing on the issue of alleged un-
lawful surveillance can fairly be inferred from the
enactment by Congress of the two statutes relied on
in the Court's opinion.

It may be helpful at the outset to treat briefly the
background of 28 U.S.C. s 1826(a). As the Court
notes, this provision was enacted as a part of the
Organized Crime Control Act of 1970, and the Sen-
ate Report states that it was intended to codify the
‘present practice’ of the federal
courts.S.Rep.N0.91-617, p. 148 (1969). The exist-
ing practice of the federal courts prior to the enact-
ment of this section was based on Fed Rule
Crim.Proc, 42 and on 18 U.S.C. s 40], both of
which dealt generally with the power of courts to
punish for contempt. The enactment of s 1826(a)
appears lo have resulted from a desire on the part of
Congress to treal separately from the general con-
tempt power of courts their authority to deal with
recalcitrant witnesses in court or grand jury pro-
ceedings. Since, as the Senate Report states, the en-
actment of this provision was designed to ‘codify
present practice’ it is instructive to note the types of
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claims litigated in connection with grand jury mat-
ters under Rule 42 and 18 U.S.C. s 401 prior to the
enactment of this new section. So far as the repor-
ted decisions of this Court and of the lower federal
courts reveal, prior litigation with respect to grand
juries has dealt almost exclusively with questions
of privilege, and most of these cases have dealt
with issues of the privilege against self-
incrimination. While it is plain that the respondent
in such proceedings was entitled to a hearing and to
adduce evidence, it is equally plain that the *74
typical hearing was short in duration and largely
devoted to the arguments of counsel on an agreed
%-'NE
statement of facts.

FN2. See, e.g., Blau v. United States, 340
U.S, 159, 71 8.Ci. 223, 95 L.Ed. 170
(1950); Rogers v. United States, 340 U.S.
367, 71 S.CL 438, 95 L.Ed. 344 (1951}
Curcio v, United States. 3534 U.S. 118, 77
S.Ci 1145, 1 L.Ed.2d 1225 (1957); United
States v. George, 444 F.2d 310 (CAG
1971); In re October 1969 Grand Jury, 433
F.2d 350 (CA7 1970,

Some of the flavor of the type of proceeding con-
templated under the prior practice is gleaned from
the following passage in the Court's opinion in Shil-
litani v. United States. 384 U.S. 364, 370, 86 S.CL
1531, 1535, 16 L.Ed.2d 622 {1966) (citations omit-
ted):

‘There can be no question that courts have inherent
power to enforce compliance with their lawful or-
ders through civil contempt . . .. And it is essential
that courts be able to compel the appearance and
testimony of witnesses . . .. A grand jury subpoena
must command the same respect . . .. Where con-
tempt consists of a refusal to obey a court order to
testify at any stage in judicial proceedings, the wit-
ness may be confined until compliance . . ..

These proceedings seem almost invariably to have
been short and summary in nature, not because the
defendant was to be denied a fair hearing, but be-
cause the type of issue that could be raised at such a
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proceeding was one which did not generally permit
extensive factual development. Even where a court
of appeals reversed a contempt adjudication be-
cause of the district court's failure to allow the de-
fendant to testify on his own behalf with respect to
material issues, there was no hint of either the right
to, or the necessity for, any discovery proceedings
against the Government. Hooley v. United States,
209 F.2d 219 (CA1 1954),

Congress was, of course, free to expand the scope
of inquiry in these proceedings, to enlarge the is-
sues to *75 be tried, and to alter past practice in any
other way that it chose consistently with *%2375 the
Constitution. But in view of the stated congression-
al intent to ‘codify present practice’ by the enact-
ment of s 1826(a), we should require rather strong
evidence of congressional purpose to conclude that
Congress intended to engraft on the traditional and
rather summary contempt hearings a new type of
hearing in which a grand jury witness is accorded
carte blanche discovery of all of the Government's
‘applications, orders, tapes, and transcripts relating
to such electronic surveillance’ before he may be
required to testify. 443 F.2d. al B38.

11

Just as Congress was not writing on a clean slate in
the area of contempt hearings, it was not writing on
a clean slate with respect to the nature of grand jury
proceedings. These petitioners were called before a
grand jury that had been convened to investigate vi-
olations of federal laws. We deal, therefore, not
with the rights of a criminal defendant in the tradi-
tional adversary context of a ftrial, but with the
status of witnesses summoned to testify before a
body devoted to sifting evidence that could result in
the presentment of criminal charges. Just as the
cases arising under the antecedent of 28 U.8.C. s
I826(a) suggest a limitation on the type of issue
which may be litigated in such a proceeding, cases
dealing with the role of the grand jury stress the
unique breadth of its scope of inquiry. In Blair v,
United States, 230 U.S. 273, 282, 39 S5.CL. 468,
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471. 63 L.Ed. 979 (1919}, this Court defined the vi-
tal investigatory function of the grand jury:

‘It is a grand inquest, a body with powers of invest-
igation and inquisition, the scope of whose inquir-
ies 1s not to be limited narrowly by questions of
propriety or forecasts of the probable result of *76
the investigation, or by doubts whether any particu-
lar individual will be found properly subject to an
accusation of crime. As has been said before, the
identity of the offender, and the precise nature of
the offense, if there be one, normally are developed
at the conclusion of the grand jury's labors, not at
the beginning. . . .

Another passage from Blair pointed out the citizen's
obligation to obey the process of the grand jury:

‘(Dt is clearly recognized that the giving of testi-
mony and the attendance upon court or grand jury
in order to testify are public duties which every per-
son within the jurisdiction of the Government is
bound to perform upon being properly
summoned.” [d.. at 281 39 S.Ct. ar 471,

In Costello v, United States, 350 U8, 339, 362, 76
S5.C1 406, 408, 100 L.Ed. 397 (1956), the Court
traced the development of the English grand jury
and concluded that the probable intent of the
Framers of our Constitution was to parallel that in-
stitution as it had existed in England where ‘(g)rand
jurors were selected from the body of the people
and their work was not hampered by rigid procedur-
al or evidential rules.” 350 [I.S., al 362, 76 S.CL.. at
408. The Court in Costello was at pains to point out
the necessity of limiting the nature of challenges to
evidence adduced before a grand jury if that body
were to retain its traditional comprehensive invest-
igative authority:

‘If indictments were to be held open to challenge on
the ground that there was inadequate or incompet-
ent evidence before the grand jury, the resulting
delay would be great indeed. The result of such a
rule would be that before trial on the merits a de-
fendant could always insist on the kind of prelimin-
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ary trial to determine the competency and *77 ad-
equacy of the evidence before the grand jury.” 350
U.S., at 363, 76 S.C1., at 408,

While this general statement applied by its terms
only to one who was ultimately indicted by the
grand jury, its reasoning applies with like force to
one who seecks to make an evidentiary challenge to
grand jury proceedings on the basis of his status as
a prospective wilness. Indeed, time-consuming
challenges **2376 by witnesses during the course
of a grand jury investigation would be far more in-
imical to the function of that body than would a
motion to dismiss an indictment after it had con-
cluded its deliberations.

In Laws v. United States, 3535 [1.S. 339, 78 S.CL
311, 2 L.Ed.2d 321 (1958}, the Court refused to ac-
cord to petitioners the hearing, prior to trial, on the
issue of whether or not a grand jury which indicted
them had made direct or derivative use of materials
the use of which by an earlier grand jury had been
held to violate the petitioners' privilege against self-
incrimination. In supporting its conclusion that the
petitioners should not even be accorded a hearing to
sustain these contentions, the Court quoted a pas-
sage from Costello describing the grand jury as

“(an) institution, in which laymen conduct their in-
quiries unfettered by technical rules. Neither justice
nor the concept of a fair trial requires such a
change. In a trial on the merits, defendants are en-
titled to a strict observance of all the rules designed
to bring about a fair verdict. Defendants are not en-
titled, however, to a rule which would result in in-
terminable delay but add nothing to the assurance
of a fair trial.” 355 U.S., at 350, 78 S.Ct., al 318.

It seems to me to be clear beyond cavil from these
cases that prior to the enactment of the Omnibus
Crime Control and Safe Streets Act of 1968, a hear-
ing such as *78 that which the Court awards these
petitioners was not only unauthorized by law, but
completely contrary to the ingrained principles
which have long governed the functioning of the
grand jury.
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When Congress set out to enact the two statutes on
which the Court relies, it was certainly not with any
announced intent to change the nature of contempt
hearings relating to grand jury proceedings, or to
change the modus operandi of the grand jury. In-
stead, largely in response to the decisions of this
Court in Berger v, New York, 388 LS, 41, 87 §.CL
1873, 18 L.Ed.2d 1040 (1967), and Katz v. United
Stales, 389 U.S. 347, 88 S.CL 507, 19 L.Ed.2d 5706
(1967), Congress undertook to draft comprehensive
legislation both authorizing the use of evidence ob-
tained by electronic surveillance on specified con-
ditions, and prohibiting its use otherwise.S.Rep.
No. 1097, 90th Cong., 2d Sess., 66 (1968);
U.S.Code Cong. & Admin.News, p. 2112. The ulti-
mate result was the 1968 Act. Critical to analysis of
the issue involved here are ss 2515 and 2518(10)
(1) of that Act, which provide in pertinent part as
follows:

‘Whenever any wire or oral communication has
been intercepted, no part of the contents of such
communication and no evidence derived therefrom
may be received in evidence in any trial, hearing, or
other proceeding in or before any court, grand jury,
department, officer, agency, regulatory body, legis-
lative committee, or other authority . . . if the dis-
closure of that information would be in violation of
this chapter.’s 2515,

‘Any aggrieved person in any trial, hearing, or pro-
ceeding in or before any court, department, officer,
agency, regulatory body, or other authority of the
United States, a State, or a political subdivision
thereof, may move to suppress the contents of any
*79 intercepted wire or oral communication, or
evidence derived therefrom, on the grounds that-

‘(i) the communication was unlawfully intercepted;

‘(ii) the order of authorization or approval under
which it was intercepted is insufficient on its face;
or

© 2008 Thomson Reuters/West. No Claim to Orig. US Gov. Works.



92 S.Ct. 2357
408 U.S. 41,92 S.Ct. 2357, 33 L.Ed.2d 179
(Cite as: 408 U.S. 41, 92 8.Ct. 2357)

‘(iii) the interception was not made in conformity
with the order of authorization or approval. . . .’s
2518(10)(a).

Here is presented at the very least an implied con-
flict between two separate sections of the same Act.
Section 2515 proscribes generally the use of unlaw-
fully intercepted communications as
evidence**2377 before a number of specified bod-
ies, including a grand jury.Scction 2518(10)(a)
provides for the type of hearing that petitioners
sought and were denied by the District Court; it
provides such hearings in connection with a number
of specified legal proceedings, but it conspicuously
omits proceedings before a grand jury. The method
by which the Court solves this dilemma is to state
that if petitioners succeed after their discovery in
establishing their claim of unlawful electronic sur-
veillance, their questioning before the grand jury on
the basis of such electronic surveillance would viol-
ate s 2515 as, of course, it presumptively would.
Therefore, says the Courl, petitioners must be en-
titled to the discovery and factual hearing which
they seek, even though s 2518(10)(a) rather clearly
denies it to them by implication.

A construction which 1 believe at least equally
plausible, based simply on the juxtaposition of the
various sections of the statute, is that s 2515 con-
tains a basic proscription of certain conduct, but
does not attempt to specify remedies or rights
arising from a breach of that proscription; the spe-
cification of remedies is left *80 to other sections.
Other sections provide several remedies; criminal
and civil sanctions are imposed by ss 2511 and
2520, whereas s 2518(10})(a) accords a right to a
suppression hearing in specified cases. Thus the
tact that one who may be the victim of alleged un-
lawful surveillance on the part of the Government
is not accorded an Alderman-type suppression hear-
ing ( Alderman v, United States, 394 U.S. 163, 89
S.Ct 961, 22 L.Ed.2d 176 (1969)) under the provi-
sions of s 2518(10)(a) is not left remediless to such
a degree that it must be presumed to have been an
oversight; he is remitted to the institution of civil
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proceedings, or the filing of a complaint leading to
the institution of a criminal prosecution. While the
latter two remedies may not be as efficacious in
many situations as a suppression hearing, the remis-
sion of an aggrieved party to those remedies cer-
tainly does not render nugatory the general pro-
scription contained in s 2515,

The omission of ‘grand jury” from the designated
forums in s 2518(10)(a) is not explainable on the
basis that though the testimony is sought to be ad-
duced before a grand jury, the motion to suppress
would actually be made in a court, which is one of
the forums designated in s 2518(10)(a). The lan-
guage ‘in any trial, hearing, or proceeding in or be-
fore’ quite clearly refers to the forum in which the
testimony is sought to be adduced. But even more
significant is the inclusion among the designated
forums of ‘department,” ‘officer,” ‘agency,” and
‘regulatory body.” Congress has almost without ex-
ception provided that issues as to the legality and
propriety of subpoenas issued by either agencies or
executive departments should be resolved by the
courts. It has accomplished his result by requiring
the agency to bring an independent judicial action
to enforce obedience to its subpoena. See, e.g., 13
11.8.C. 5 79r, Public Utility Holding Company Act
of 1935; 13 U.S.C. s 78u, Securities Exchange Act
of 1934; 41 U.S.C. ss 35-45, Walsh-*81 Healey
Act; SO UL.S.C.App. s 2155, Defense Production Act
of 1950; 47 U.5.C. ss 409(I) and (g), Communica-
tions Act of 1934; 46 U.S.C. s 1124, Merchant
Marine Act, 1936; 26 U.S.CC. s 7604, Internal Rev-
enue Code of 1954; 16 U.S.C. s 825((¢), Electric
Utility Companies Act; 15 U.S.C. 5§ 717m(d), Nat-
ural Gas Act; 7 U.S5.C. s 511n, Tobacco Inspection
Act. This general mode of enforcement of agency
investigative subpoenas was discussed in the con-
text of the Fair Labor Standards Act in Oklahoma
Press Publishing Co. v, Walling, 327 U.S. 1806, 66
S.CL 494, 90 L.Ed. 614 (1946).

Thus, if Congress in s 2518 had intended to focus
on the forum in which the hearing as to the legality
of the subpoena is to be determined, rather than the
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forum in which the testimony is sought to be ad-
duced, it would have omitted not only grand juries,
but departments, officers, agencies, and regulatory
bodies as well from the coverage of s 2518(10)(a).
For questions as to the legality of subpoenas issued
by all **2378 these bodies are resolved in the
courts. By omitting only grand juries in s 2518,
Congress indicated that it was dealing with the for-
um in which the testimony was sought to be ad-
duced, and that the suppression hearing authorized
by the section was not to be available to grand jury
witnesses.

In the light of these conflicting implications from
the statutory language itself, resort to the legislative
history is appropriate. Passages from the legislative
history cited by the Court in its opinion do not fo-
cus at all on the availability of a suppression hear-
ing in grand jury proceedings; they simply speak in
general terms of the congressional intent to prohibit
and penalize unlawful electronic surveillance, of
which intent there can, of course, be no doubt. But
several parts of the legislative history address them-
selves, far more particularly than any relied upon
by the Court in its opinion, to the actual issue be-
fore us. The Senate Report, for example, *82 indic-
ates as plainly as possible that the exclusion of
grand juries from the language of s 2518(10)(a) was
deliberate:

“This provision (s 2518(10)(a)) must be read in
connection with scctions 2515 and 2517, discussed
above, which it limits. It provides the remedy for
the right created by section 2515, Because no per-
son is a party as such to a grand jury proceeding,
the provision does not envision the making of a mo-
tion to suppress in the context of such a proceeding
itself. Normally, there is no limitation on the char-
acter of evidence that may be presented to a grand
jury, which is enforcible by an individual. ( United
States v. Blue, 384 U.S. 251, 86 S.Ct. 1416, 16
L.Ed.2d 510 (1966).) There is no intent to change
this general rule. It is the intent of the provision
only that when a motion to suppress is granted in
another context, its scope may include use in a fu-
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ture grand jury proceeding.’S.Rep.No.1097, 90th
Cong., 2d Sess., 106 (1968); U.S.Code Cong. &
Admin.News, p. 2195, (Emphasis added.)

There is an intimation in the opinion of the Court
that the reason this language was used may have
been that grand juries do not pass upon motions to
suppress, while courts do. This intimation is not
only inconsistent with the language of the section
itself, as pointed out, supra, at 2377, but it attrib-
utes to the drafters of the report a lower level of un-
derstaning of the subject matter with which they
were dealing than 1 believe is justified. It is also
rather squarely contradicted by the statement that
there is no limitation on the character of evidence
that may be presented to a grand jury ‘which is en-
forcible by an individual."Had the report meant to
stress the presumably well-known fact that grand
juries do not themselves grant motions to suppress,
it would not have *83 used that language, nor
would it have cited Uniled States v. Blue, 384 U.S.
251,86 S.C1. 1416, 16 L.Ed.2d 510 (1966),

The fact that the report states the reason for the
policy adopted in terms of the rights of an
‘individual,’ rather than in terms of the rights of a
‘defendant,” makes the Court's discussion of the
doctrine of various cases, ante, at 2367, of doubtful
help in construing the statute. Whatever United
States v. Blue, supra, may be said to ‘hold" after
careful analysis by this Court, the drafters of the
Senate Report undoubtedly took it to stand for the
proposition for which they cited it. As stated by Mr.
Justice Frankfurter, concurring in Green v. United
States, 356 U.S. 165, 189, 78 S.Ct. 632, 646, 2
L.Ed.2d 672;

“The fact that scholarship has shown that historical
assumptions regarding the procedure for punish-
ment of contempt of court were ill-founded, hardly
wipes out a century and a half of the legislative and
judicial history of federal law based on such as-
sumptions.”

Not only does the report dealing with s 2518(10)(a)
make clear that it is to be construed in connection
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with § 2515, which it limits, but the section of the
same report dealing with 8 2515
re-emphasizes**2379 this conclusion. Speaking of
the latter section, the report says:

‘The provision must, of course, be read in light of
section 2518(10)(a) discussed below, which defines
the class entitled to make a motion to suppress. It
largely reflects existing law. . . . Nor generally (is
there any intention) to press the scope of the sup-
pression rule beyond present search and seizure
law. See Walder v. United States, 74 S.Ct. 354, 347
U.S. 62 (98 L.Ed. 503) (1954). . . . The provision
thus forms an integral part of the system of limita-
tions designed to protect privacy. Along with the
criminal and *84 civil remedies, it should serve to
guarantee that the standards of the new chapter will
sharply curtail the unlawful interception of wire
and oral communications.”S.Rep.No.1097, 90th
Cong., 2d Sess., 96 (1968).

The conclusion that s 251 8(10)(a) is the exclusive
source of the right to move to suppress is further
fortified by the Senate Report's comment on &
2510011) of the Act, which defines an ‘aggrieved
person’ as one who is a party to an ‘intercepted
wire or oral communication or a person against
whom the interception was directed.”The Senate
Report, p. 91; U.S.Code Cong. & Admin.News, p.
2179, states:

“This definition defines the class of those who are
entitled to invoke the suppression sanction of scc-
tion 2515 discussed below, through the motion to
suppress provided for by scction 2518(10)(a), also
discussed below. It is intended to reflect existing
law. . . .” (Citations omitted.) (Emphasis added.)

Finally, s 2518(9) requires the Government to
provide to each party to ‘any trial, hearing or other
proceeding’ a copy of the court order authorizing
surveillance if the Government intends to use the
fruits thereof. The Senate Report, p. 105; U.S.Code
Cong. & Admin.News, p. 2195, states:

“Proceeding' is intended to include all adversary
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type hearings. . . . It would not include a grand jury
hearing. Compare (United States v. Blue, supra).'

If s 2515 of the Omnibus Crime Control and Safe
Streets Act of 1968 stood alone without any in-
formative legislative history, the Court's conclusion
with respect to the rights of these petitioners would
be plainly correct. If the conflicting implications
from two sections of the same statute were present
in a regulatory scheme which was to stand by itself,
rather than to be superimposed on procedures such
as contempt hearings and *85 institutions such as
the grand jury, the Court's conclusion would at least
be tenable. But when the Court concludes that Con-
gress, almost in a fit of absentmindedness, has
drastically enlarged the right of potential grand jury
witnesses to avoid testifying, and when such a con-
clusion is based upon one of two ambiguous implic-
ations from the language of the statute, and is con-
trary to virtually every whit of legislative history
addressed to the point in issue, I think its conclu-
sion is plainly wrong.

v

The Court secks to bolster its reasoning by reliance
upon 18 U.S.C. & 3504(a)(1), which was a part of
the Organized Crime Control Act of 1970. That
section provides in pertinent part as follows:

‘(a) In any . .. proceeding . . . before any . . . grand
111 5

‘(1) upon a claim by a party aggrieved that evid-
ence is inadmissible because it is the primary
product of an unlawful act or because it was ob-
tained by the exploitation of an unlawful act, the
opponent of the claim shall affirm or deny the oc-
currence of the alleged unlawful act.’

Assuming, arguendo, that this section does apply to
petitioners in No. 71-110, the record in the District
Court and the opinion of the Court of Appeals
clearly show that only Gelbard made what might be
called a ‘claim’ within the language of **2380 the
section, and that the Government in its response did
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‘affirm or deny’ the occurrence of the alleged un-
lawful act; in fact, the Government denied the oc-
currence of the unlawful act. This should be suffi-
cient for disposition of the case as to these petition-
ers.

The Court, without giving much guidance to those
who would seek to follow the path by which it
reaches the conclusion, concludes that this section
‘confirms that *86 Congress meant that
grand jury witnesses might defend contempt
charges by invoking the prohibition of s 2515
against the compelled disclosure of evidence ob-
tained in violation of Title IIL.'If the Court means
to say any more than that, under the circumstances
specified in s 3504, the Government must affirm or
deny, I am at a loss how it extracts additional re-
quirements from the language used by Congress in
that section.

But even if the Court were correct in deciding that s
3504(a)(1) requires more than it says of the Gov-
ernment, 1 believe the Court errs in deciding that
this section applies at all to these petitioners. Title
VII as enacted actually consists of two parts, A and
B. Part A is a series of findings by Congress, read-
ing as follows:

‘The Congress finds that claims that evidence
offered in proceedings was obtained by the exploit-
ation of unlawful acts, and is therefore inademiss-
ible in evidence, (1) often cannot reliably be de-
termined when such claims concern evidence of
events occurring years after the allegedly unlawful
act, and (2) when the allegedly unlawful act has oc-
curred more than five years prior to the event in
question, there is virtually no likelihood that the
evidence offered to prove the event has been ob-
tained by the exploitation of that allegedly unlawful
act.” s 701, 84 Stat. 935.

The House Report (to accompany S. 30) contains
this comment on Part A:

‘This section contains a special finding relating, as
do the following sections of the title, to certain
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evidentiary problems created by electronic surveil-
lance conducted by the Government prior to the en-
actment of Public Law 90-351 on June 19, 1968,
which provided statutory authority for obtaining
surveillance warrants in certain types of criminal
*87 investigations.”H.R. Rep No.91-1549, p. 50
(1970); 2 U.S.Code Cong. & Admin.News 1970, p.
4026. (Emphasis supplied.)

The same report, in its introductory discussion of
Title VII, contains the following statement:

“Title VII intends to limit disclosure of information
illegally obtained by the Government to defendants
who seek to challenge the admissibility of evidence
because it is either the primary or indirect produc-
tion (sic) of such an illegal act. The title also pro-
hibits any challenge to the admissibility of evidence
based on its being the fruit of an unlawful govern-
mental act, if such act occurred 5 years or more be-
fore the event sought to be proved. As amended by
the committee, the application of title VII is limited
to Federal judicial and administrative proceedings,
and to electronic or mechanical surveillance which
occurred prior to June 19, 1968, the date of enact-
ment of the Federal wiretapping and electronic sur-
veillance law (chapter 119, title 18, United States
Code).’Id., at 34; 2 U.S.Code Cong. & Ad-
min.News 1970, p. 4009. (Emphasis supplied.)

The Senate Report, too, casts s 3504{a)(1) in quite a
different light from that in which the Court puts it:

‘Lastly, it should be noted that nothing in scction
3504(a)( 1) is intended to codify or change present
law defining illegal conduct or prescribing require-
ments for standing to object to such conduct or to
use of evidence given under an immunity grant.
See, e.g., Giordano v. United States, 394 U.S. 310
(89 S.CL. 1163, 22 L.Ed.2d 297) (1969); Alderman
v. United States. 394 U.S. 165 (89 S.C1. 961, 22
L.Ed.2d 176) (1969), Nevertheless, **2381 since it
requires a pending claim as a predicate to disclos-
ure, it sets aside the present wasteful practice of the
Department of Justice in searching files without a
motion from a defendant.*88 . . .’S.Rep.No.91-617,
p. 154 (1969). (Emphasis supplied.)
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These conclusions in the Senate Report are suppor-
ted by statements of the bill's managers in the
House during the time it was being debated. Con-
gressman Poff explained Title VII as follows:

‘Title VII of 8. 30, . . . would, first, reverse the Su-
preme Court's decision in Alderman v. United
States, 394 U.S. 165 (89 S.Ct. 961, 22 L Ed.2d 176)
(1969) requiring, under its supervisory power, the
disclosure of Government files in criminal trials,
and . . . would, second, set a 5-year ‘statute of lim-
itations' on inserting issues dealing with the ‘fruit
of the poisonous tree’ in similar cases.'l116
Cong.Rec. 35192,

Congressman Celler explained the amendments in-
corporating the pre-June 19, 1968, time limitation
into subsections (a)(2) and (a)(3) of s 3504 that had
been made by a subcommittee of the House Judi-
ciary Committee in these words:

‘As amended by the committee, the application of
title VII is limited to Federal judicial and adminis-
trative proceedings, and to electronic or mechanical
surveillance which occurred prior to June 19, 1968,
the date of enactment of the Federal wiretapping
and electronic surveillance law-chapter 119, title
XVIII, United States Code.’Id., at 35196.

Even more specific was the explanation of the
amendment made by Congressman Poff on the floor
of the House after the time provisions had been in-
cluded:

‘TITLE VII-LITIGATION
SOURCES OF EVIDENCE

CONCERNING

‘Mr. Chairman, title VII of the Organized Crime
Control Act is designed to regulate motions to sup-
press evidence in certain limited situations where
*89 the motion is based upon unlawful electronic
eavesdropping or wiretapping which occurred prior
to the enactment of the Federal electronic surveil-
lance laws on June 19, 1968. . ..

“Where there was in fact an unlawful overhearing
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prior to June 198 1968, the title provides for an in
camera examination of the Government's transcripts
and records to determine whether they may be rel-
evant to the claim of inadmissibility. . . . To the ex-
tent that the court is permitted to determine relev-
ancy in an ex parte proceeding, the title will modify
the procedure established by the Supreme Court in
Alderman v. United States (citation omitted). . . .

*As | have indicated, the title applies only to dis-
closures where the electronic surveillance occurred
prior to June 19, 1968. It is not necessary that it ap-
ply to disclosure where an electronic surveillance
occurred afier that date, because such disclosure
will be mandated, not by Alderman, but by scction
2518 of title I8, United States Code, added by title
[1I of the Omnibus Crime Control and Safe Streets
Act of 1968.5cction 2518(10)((a)) provides a spe-
cific procedure for motions to suppress the contents
of any intercepted wire or oral communication, or
evidence derived therefrom, on the grounds that the
communication was unlawfully intercepted, that the
authorization for the interception was insufficient,
or that the interception was not made in conformity
with the authorization obtained. It provides, insofar
as the disclosure of intercepted communications is
concerned, that upon the filing of a motion to sup-
press by an aggrieved person the trial judge may in
his discretion make available to such person and his
counsel for inspection*90 such portions of an inter-
cepted communication, or evidence derived there-
from, **2382 as the judge determines to be in the
interest of justice-see Senate Report No. 1097, 90th
Congress, 2d Session 106, 1968, The provisions of
this title will, therefore control the disclosure of
transcripts of electronic surveillances condeucted
prior to June 19, 1968. Thereafter, existing stat-
utory law, not Alderman, will control. Con-
sequently, in view of these amendments to title VII,
its enactment in conjunction with the provisions of
title III of the 1968 act, provides the Federal Gov-
ernment with a comprehensive and integrated set of
procedural rules governing suppression litigation
concerning electronic surveillance.’1d., at
35293-35294 (Emphasis added.)
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The weight of the findings actually enacted by Con-
gress in Part A and the uniform tenor of the legis-
lative history outweigh, in my opinion, the ambigu-
ity arising from the failure to actually include a
cutoff date in s 3504(a)(1).

Seetion 3504(a)(1) by its terms, even if read totally
out of its context and background, as the Court
seeks to do, affords these petitioners no help be-
cause the Government has complied with its re-
quirements in these cases. But more importantly,
the entire thrust of the findings actually adopted by
Congress, and of the reports of both Houses, makes
it as plain as humanly possible that this section was
intended as a limitation on existing reghts of crim-
inal defendants, not as an enlargement of them.
Congress, displeased with the effect of this Court's
decision in Alderman, supra, desired to put a statute
of limitations type cutoff beyond which the Gov-
ernment would not be required to go in time in or-
der to disprove taint. Equally displeased with the
policy adopted by the Government of searching its
files for evidence of taint even when none had been
alleged *91 by the defendant, it sought to put a stop
to that practice by requiring the Government to
‘affirm or deny’ only where there is ‘a claim by a
party aggrieved that evidence is inadmiss-
ible.”Understanding of this background not only af-
fords a complete explanation of the language used
by Congress in this section, but illustrates the palp-
able error into which the Court has fallen in con-
struing it. The Court has at least figuratively stood
on its head both the language and the legislative
history of this section in order to conclude that it
was intended to expand the rights of criminal de-
fendants.

Vv

Neither the Omnibus Crime Control and Safe
Streets Act of 1968 nor the Organized Crime Con-
trol Act of 1970, when construed in accordance
with the canons of statutory construction tradition-
ally followed by this Court, supports the expansive
and novel claims asserted by these petitioners. The
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Court having reached a contrary conclusion, I re-
spectfully dissent.

U.S8.Cal. 1972.
Gelbard v. U. S.
408 U.S. 41,92 S.Ct. 2357, 33 L.Ed.2d 179

END OF DOCUMENT
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Reversed and remanded.
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Before FLAUM, Chief Judge, and POSNER and
KANNE, Circuit Judges.

KANNE, Circuit Judge.
After a jury trial, Herman Cunningham, Larry Wil-
liams, and David Hardin were convicted of conspir-
acy to commit various drug offenses involving the
distribution of heroin in Indianapolis, Indiana.
See2] U.S.C. §§ B41(a)1), 846, Ro0(a), S61(f).
Hardin was also convicted of possession with intent
to distribute herojn and of being a felon in posses-
sion of a firearm.' | See21 U.S.C. § 841(a)(1); 18
LIS § 922(g)(1). Cunningham was sentenced to
life in prison; Williams and Hardin were sentenced
to 420 and 300 months' imprisonment, respectively.
Over the defendants' objection at trial, the govern-
ment recounted a litany of procedures of the local
U.S. Attorney's office, the Office of the Attorney
General, and the Drug Enforcement Administration
(“DEA") utilized in seeking court authorization for
two telephone wiretaps. In doing so, the govern-
ment witness's testimony suggested to the jury that
a panel of senior government lawyers in the Office
of the Attorney General in Washington, D.C. and
others in law enforcement were of the opinion that
there *710 was probable cause to believe the de-
fendants were indeed engaging in criminal activity.
The admission of this irrelevant evidence had the
effect of improperly bolstering the credibility of the
government's case in the eyes of the jury, and the
error was not harmless, Accordingly, we reverse
and remand.

FN1. Hardin was acquitted of possessing a
firearm in furtherance of a drug-trafficking
crime. Seel® U.S.C. § 924(¢)(1).

1. HISTORY

On August 18, 2004, the government charged 17
defendants in a second superceding indictment with
conspiracy lo possess with intent to distribute
heroin as well as conspiracy to distribute it. The in-
dictment contained 15 counts, and also included a
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separate section entitled “Sentencing Allegations”
aimed specifically at several of the defendants.

This case began when Thomas Verhovshek, a doc-
toral student at Indiana University-Bloomington,
was arrested for possessing heroin in June 2003. He
agreed to cooperate with the DEA, and he later con-
ducted several controlled purchases of heroin from
Sharen Grundy, his source in Indianapolis. As the
evidence at trial indicated, Grundy's supplier was
defendant David Hardin. Upon learning this, the
DEA and the U.S. Attorney's Office for the South-
ern District of Indiana sought and received court
authorization for a wiretap on Hardin's cellular tele-
phone, pursuant to Title IIT of the Omnibus Crime
Control and Safe Streets Act of 1968, I8 U.S.C.
2510 ¢ seq. (“Title IIT7).

From the wiretap, the DEA learned that Hardin's
supplier was defendant Larry Williams. The DEA
and the local U.S. Attorney then sought and re-
ceived court authorization for a wiretap on Willi-
ams's telephone, again pursuant to Title I11. After
further investigation, the DEA determined that Wil-
liams's supplier was defendant Herman Cunning-
ham in Chicago. '

FN2. Although for simplicity's sake we
refer to Williams as Hardin's supplier and
Cunningham as Williams's supplier, the
government introduced evidence that their
respective relationships were more than
that of buyer and seller.

At trial, the government sought to introduce the re-
cordings of the intercepted telephone calls though
the testimony of DEA Special Agent Gerald
Dooley. The government elicited from Dooley the
application process followed by certain government
agencies prior to seeking court authorization. Be-
cause of the importance of Dooley's testimony to
this appeal, we recount the relevant portions of it
here (hereinafter, the “Title III evidence™):

Q: After the use of all of these techniques, did
you reach a conclusion as to an investigative

Page 3

techniques which you thought should be em-
ployed?

A: Yes, we did.
Q: And what was technique?

A: A title 3 electronic surveillance, or what's
commonly known as a wire tap.

Q: Now was the next thing you did basically was
push a button and start listening to phone calls?

A: No, sir, it was not.

Q: What steps, if any, did you take to get author-
ity to wire tap a telephone in this case?

A: In order to initiate an electronic surveillance,
or a wire tap, there are many levels of approval
that have to be gained in order Lo initiate an elec-
tronic surveillance or wire tap. Starts by the
agent's writing a very extensive affidavit out-
lining all the probable cause as to the particular
device or cell phone that you wish to monitor or
wire tap.

Q: In that affidavit did you detail all the evidence
regarding the controlled buys?

A: Yes, we did.

*711 Q: And did you detail all the other law en-
forcement techniques which you had attempted?

A Yes.

Q: And is it your understanding that you're re-
quired to at least consider, or attempt all those
other law enforcement techniques prior to apply-
ing for a wire tap?

A: Yes.
Q: And did you prepare such an affidavit?
A: Yes, I did.

Q: And was it provided to the United States At-
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torney's Office here?
A: Yes, it was.

Q: Are you familiar with where the affidavit goes
from the United States Attorney's Office here?

A: Generally, yes, I am.
Q: Where does it go?

A: Once the United States Attorney's Office here
has reviewed the affidavit and approved it at their
level, it is then sent by the United States Attor-
ney's office here in the Southern District of Indi-
ana to the Attorney General's office in Washing-
ton D.C. where it is my understanding there are
essentially a panel of attorneys that work for the
Attorney General's Office who again serve as an-
other level of review-

[HARDIN'S ATTORNEY]: Objection. This is
hearsay and also brings in an opinion from some-
body outside the court, namely the attorney's of-
fice.

THE COURT: Overruled. He is testifying to the
process as he understands it. You can cross-
examine.

A: As 1 was saying, the Altorney General's Office
in Washington D.C. then reviews and approves
the affidavit and all the probable cause within the
affidavit. Once they have approved it, it is sent
back to the U.S. Attorney's Office here. Once it is
received here at the U.S. Attorney's Office, a
United States District Court Judge then reads-

Q: Well, let me stop you there. Is there a similar
approval system that you have to go through with
your agency, the Drug Enforcement Administra-
tion?

A: Yes, there is.
Q: And what is that process?

A: Essentially when an affidavit is completed by

our office a section of the affidavit deals with pri-
or applications for the particular device that you
are attempting to gain permission to do the wire
tap. We have to send through our DEA channels
to our higher headquarters in Washington D.C. to
ensure that there have been no other applications
made for that particular device or for the indi-
viduals associated in the affidavit or named in the
affidavit as interceptees. Then we receive the ap-
proval from our DEA in our headquarters that
that affidavit as far as DEA is concerned there's
not a duplicitive effort, there's not some other
agency or some other part of DEA that's trying to
do the same investigation.

Q: Did there come a time when you asked the
United States District Court in this district to ap-
prove your request for a wire tap?

A: Yes.

Q: And did you ask the district court in an applic-
ation to supervise that wire tap?

A: Yes.

Q: How does the district court to your under-
standing supervise-or how did the district court
supervise your wire tap?

A: Essentially once the District Court Judge ap-
proves and signs the affidavit, the affidavit is
then sent to the cellular service provider. The cel-
lular service *712 provider then begins transmit-
ting the content of all the calls to us at the federal
building, wherever the intercept is set up.

The District Court Judge every ten days re-
views the number of calls that have been inter-
cepted, the number of calls that have been
flagged as pertinent or drug related, the number
of calls that have been flagged as nonpertinent or
nondrug related as well as the number of calls
that have been minimized by the persons that are
monitoring the wire tap.

The government later elicited testimony regarding
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the second wiretap:
Q: Did you receive authorization from the district
court to intercept telephone calls occurring over
the telephone wusing telephone  number
[XXX-XXX-XXXX]?

A: Yes, we did.

Q: And you detailed a number of steps you took-
I'm not going to have you repeat those. Did you
take those same steps with regard to this phone?

A: Yes, we did,

The defendants appeal the admission of this testi-
mony relating to procedures used to obtain the Title
111 authorizations,”

FN3. The defendants also appeal the inclu-
sion of the Sentencing Allegations in the
indictment and Williams appeals the denial
of his request to represent himself as well.
Because of our disposition of this case, we
do not reach either the denial of the de-
fendants’ motion to strike the Sentencing
Allegations or the denial of Williams's re-
quest to proceed pro se.

I1. ANALYSIS

[1] The defendants objected to the admission of the
testimony regarding the application process that
was followed in garnering the district court's Title
[11 wiretap authorizations. The district court's evid-
entiary decisions are reviewed for an abuse of dis-
cretion. United Stares v, Owens, 424 F.3d 649, 653
(7th Cir.20035); United Stares v. Souffiront, 338 F.3d
809, 825 (Tth Cir.2003).

We note that Hardin's aliornclyﬂqand thus all three
defendants, timely objected. The attorney
stated, “Objection. This is hearsay and also brings
in an opinion from somebody outside the court,
namely the attorney's office.” The judge respon-
ded, “Overruled. He is testifying to the process as
he understands it. You can cross-examine.” We un-
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derstand from the wording (“This ... brings in an
opinion from somebody outside the court, namely
the attorney's office.”) and the timing of the objec-
tion that it was based not only on hearsay, but also
on relevance. The government does not dispute that
the objection was based on both of these grounds.

FN4. Pursuant to an agreement between
the attorneys and the court, an objection by
one defense attorney would be deemed at-
tributed to all three defense attorneys, un-
less an attorney specifically opted-out of
the objection. When Hardin's attorney ob-
jected, the other two defense attorneys did
not opt out.

[2] It is apparent that the Title Il evidence was not
relevant in this case. Moreover, Judge Barker's rul-
ing addressed only the hearsay objection-not the
relevancy objection. The procedures used and the
opinions obtained in gaining authority for use of the
wiretaps were wholly unrelated to the defendants’
guilt or innocence-and not necessary to be estab-
lished to prove the case against the defendants.
Seel’ed R.Evid, 401 (** ‘Relevant evidence’ means
evidence having any tendency to make the exist-
ence of any fact that is of consequence to the de-
termination of the action more probable or less
probable than it would be without the evidence.”),
402 (“Evidence which is not relevant is not admiss-
ible.”).

*713 The obvious purpose of the evidence was to
show the jury there were several senior government
attorneys and agents who all believed there was
probable cause that the defendants were involved in
a drug conspiracy, and, indirectly, that they all be-
lieved, in their professional judgment, the defend-
ants were in fact committing drug-related crimes.

As the defendants see things, and we agree, the jury
was infected by the opinions of these unnamed gov-
ernment attorneys and agents. The government wit-
ness was imp%oﬁgriy vouching for how good the
evidence was. ~ Furthermore, the various pro-
cedures (i.e., safeguards) that were detailed served
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only to bolster the credibility of the unnamed attor-
neys' and agents' respective determinations.

FNS. The government conceded at oral ar-
gument that this is “certainly one inference
that could be drawn.”

Without a limiting instruction, the jury was free to
consider this evidence in making its determination
regarding the defendants' guilt or innocence. In
short, the government piled on needless, unfairly
prejudicial evidence that may have affected the
jury's judgment, and this error was not harmless.
See United States v, Brown, 692 F.2d 345, 350
(5th Cir, 1982) (finding it was “clearly error” for the
district court to admit the wiretap authorization into
evidence as foundation evidence and explaining
that “the content of the order was neither relevant
nor probative to the jury's task of evaluating the ac-
tual wire-tap conversations™); I cf. People v.
Okundave, 189 UL App.3d 601, 136 [l.Dec. 981,
345 N.E.2d 305, 513 (1989) (reversing criminal
conviction because “the highly prejudicial and irrel-
evant evidence of the facts and circumstances sur-
rounding the acquisition of probable cause and the
issuance of the search warrant was clearly inad-
missible™).

FNG. Although the court in Brown found
the error to be harmless, we are confronted
with more evidence than just the court's
authorization. Dooley's testimony inflicted
damage that was more substantial than that
in Brown.

The government advances several short (and curs-
ory) arguments to contend that the Title III evid-
ence was relevant. We will address each one in
turn.

[3] First, the government argues “the process be-
came relevant foundation for the admission of the
conversations.” The only legal support the govern-
ment offers is a citation to 18 L.S.C. § 2513, which
is a codified exclusionary rule that sets a legal
standard for the judge-not a jury-to evaluate.
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Fed.R.Evid. 104(a).

The government did not cite to any cases in support
of its position-because the government's position is
not the law in this circuit. In admitting tape record-
ings, “[t]he Government must prove, by clear and
convincing evidence, that the proffered tape is a
true, accurate and authentic recording of the con-
versation between the parties.”  United Siates v,
Westmoreland., 312 F.3d 302, 311 (7th Cir.2002)
(citing Smith v, Chicago, 242 F.3d 737, 741 (7th
Cir.20013)). “[T]he Government may meet this bur-
den by establishing the tape's chain of custody or
by establishing otherwise a foundation as to the
trustworthiness and accuracy of the evidence.” /d.

[4] There is no authority indicating that the legality
in obtaining the recording falls within the rubric of
“true, accurate and authentic.” In other words, the
government does not have to prove that the elec-
tronic recording of the conversation was properly
authorized by a judge to establish the recording was
“true, accurate and authentic.”

*714 [3] Nor does § 2515 support the government's
argument. For our purposes here, § 2515 states that
an intercepted wire communication may not be re-
ceived in evidence if its disclosure would violate
Title III. This statute does not require the govern-
ment lo prove it obtained the evidence lawtully pri-
or to seeking its admission (unless, of course, a de-
fendant objects on that ground). In this case, the de-
fendants' objection to the foundation information
describing how the wiretap intercepts were author-
ized was based on hearsay and relevancy grounds,
rot on the legality of the wire intercepts; therefore,
§ 2513 is inapplicable in this context.

Second, the government argues, “[Tlhe legality of a
warrant is always relevant,” citing Lnired Stares v
Buchanan, 329 F.2d 1148, 1151 (7th Cir.1973). Al-
though this argument is only one sentence long and
is undeveloped, it touches on a case dealing with
the matter at issue here. In Buchanan, the govern-
ment elicited from its witness the fact that two

search warrants had been obtained prior to the

© 2008 Thomson Reuters/West. No Claim to Orig. US Gov. Works.



462 F.3d 708
462 F.3d 708
(Cite as: 462 F.3d 708)

search of the defendant's post office box and home.
On appeal, the defendant argued the admission of
the search warrant testimony was irrelevant because
the warrants were not in controversy, and we stated,
“The legality of the search is always relevant.” Id.
But we do not read Buchanan so broadly as to al-
low the inclusion of the Title III evidence in this
case. It is one thing for a government witness, when
telling his story to the jury, to say a search warrant
had been obtained, and then the search was made.
Although arguably not technically relevant, the in-
formation is simply part of the witness's story. It is
quite another thing for a government witness to in-
dicate not only that court authorization for the
wiretap had been obtained, but to go on about how
various other law enforcement personnel believed
there was probable cause to obtain the authoriza-
tion, and to describe the procedures followed in
secking the authorization. Furthermore, in
Buchanan, we stated the warrant evidence “was not
prejudicial to the defendant's case,”id., easily dis-
tinguishing Buchanan from this case.

Also, in Buchanan, we did not say what issue the
testimony was relevant to. Here, the Title 11l evid-
ence was only relevant to demonstrate that there
were several government officials who believed
there was probable cause to obtain the authoriza-
tion. This is clearly an issue that should be left for
resolution of a motion to suppress determining
whether § 2515 was adhered to. In this case, the
judge did address the wiretap evidence when she
ruled on Hardin's motion to suppress prior to trial;
the issue was then moot at trial, and therefore irrel-
evant.

The government's third argument is as follows:
“[W]ithout the testimony from Special Agent
Dooley regarding the application process, the jury
would have been left to speculate as to the legality
of the wiretaps.” Why would they be speculating at
all regarding the legality of the wiretaps? It is not
within the purview of the jury to be deciding ques-
tions of law, particularly ones involving wiretap au-
thorizations. This type of issue must be resolved by
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the judge, not the jury.

In countless cases, including this one, such an issue
is dealt with by the district judge when ruling on a
motion to suppress, typically argued prior to trial
and always outside the presence of the jury. Such a
procedure was followed here, and Hardin's motion
to suppress was denied. The government points to
nothing whatsoever in the record to suggest why
the ju__l_rl _Twould *715 be speculating about this
issue. ' There is no mention of any witness testi-
mony or any argument by a defense attorney made
prior to Dooley's testimony that would necessitate
the government to clarify the legality of the author-
ization by describing, in detail, the procedures fol-
lowed by the local U.S. Attorney's office, the Of-
fice of the Attorney General, and the DEA. The
bottom line is the defense attorneys did not object
to the admission of the recordings on the ground
that they were illegally obtained. And why would
they, given that the motion to suppress had been
denied prior to trial? In such a situation, the gov-
ernment had no business introducing the Title 111
evidence, given no instigation by the defense.

FN7. It may be, that given the heightened
media attention in recent years regarding
the legality of government wiretaps-much
of it negative-the government was motiv-
ated to show the jury that this wiretap
evidence was lawfully obtained. At oral ar-
gument, the government was asked wheth-
er “[t]here was argument that the tapes
were somehow improperly obtained?” The
government responded, “No, there was no
argument to that nature. None whatso-
ever.” Later, the government tellingly
stated, “There was no specific criticism of
the government getting a wiretap in this
case.”

A few pages later in its brief, the government
makes its last argument that, at first blush, gives the
impression that it was Hardin's attorney who first
introduced the Title III evidence. For example, the
government argues, “As the evidence with respect
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to out of court probable cause opinions was elicited
by Hardin's lawyer to demonstrate Dooley's alleged
bias ....” (Emphasis added). But the argument is in-
apposite: In support of its argument, the govern-
ment cites (only) to portions of Dooley's testimony
that was given a full 15 days after the government
introduced the Title IIl evidence. Therefore, it is
clear Hardin's attorney wasn't eliciting the “out of
court probable cause opinion”; they had been eli-
cited 15 days earlier by the government.

Taking a closer look at the government's carefully
crafted argument, it appears that the government
was attempting an estoppel argument (again,
without any legal support or citations). The govern-
ment was arguing the defendants could not com-
plain on appeal about the admission of the Title [11
evidence since Hardin's attorney used that evidence
during cross-examination to demonstrate Dooley's
bias. The argument is of no merit. The damage
from the Title IIl evidence had already been done;
Hardin's attorney was only making the best of an
already bad situation. In fact, Hardin's attorney was
only following Judge Barker's advice, when she
stated, “You can cross-examine™ in response to the
defendants' original objection 15 days earlier.

111. CONCLUSION

The government has not advanced a valid reason
for the admission of the testimony relating to the
procedures used to obtain the Title III authoriza-
tions. This evidence inappropriately strengthened
the government's case and was unfairly prejudicial
to the defendants. Therefore, the defendants are en-
titled to a new ftrial free of this error. The defend-
ants' convictions are REVERSED, and the case is
REMANDED for a new trial.

C.A.7 (Ind.),2006.
U.S. v. Cunningham
462 F.3d 708
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